
KVM Over the NET™

The KVM Over the NET™ series consists of IP-based KVM 

control units. They allow both local and remote operators to 

monitor and access multiple computers from remote locations 

using a standard Internet browser. Since KVM Over the NET™ 

products use TCP/ IP for their communications protocol, they 

can be accessed from any computer on the Net — whether that 

computer is located down the hall, down the street, or halfway 

around the world.

ALTUSEN offers a range of KVM Over the NET™ products. The 

KN9108 and KN9116 feature SPHD computer port connectors 

instead of the usual 25 pin connectors. The KH1508i, KH1516i, 

KN2108, KN2116, KN2132, KN4116, andKN4132 are a l l 

equipped with RJ-45 connectors – which allows them to use 

Cat 5e cable to link to the computers. 

The new generation KN2124v/KN2140v/KN4124V/KN4140v 

series also uses RJ-45 connectors, but, in addition, brings 

KN2124v/KN2140v/KN4124v/KN4140v   KN2132/KN4116/KN4132
KH1508i/KH1516i  KN2108/KN2116  KN9108/KN9116

31 more advanced features to meet enterprise data center needs. 

These switches use TCP/ IP for their communications protocol, so 

remote operators can log in over the internet with their browsers.  

For added security, standalone Windows or Java GUI applications 

are provided for non-browser remote access.  Java allows the 

switches to work with Sun Java Runtime Environment (JRE) enabled 

operating systems – ensuring multi-platform operability.

With advanced virtual media features, the KN2124v / KN2140v 

/ KN4124v / KN4140v series  let you map DVD/CD drives and 

other storage media to a remote server. This function allows you 

to conduct file transfers, install applications and OS patches, 

and perform diagnostics remotely. You can upgrade your entire 

installation from a single remote console located anywhere in the 

world. Also, Redundant Power support provides system reliability 

– the backup power system automatically takes over if the primary 

power system fails.



Standard Features
Multiple Sessions, Concurrent Access
KVM Over the Net switches allow up to 5 administrators – one logged in at a local 
console and the others logged in remotely from any IP-connected web browser – and up 
to 32 concurrent users to securely monitor, manage, troubleshoot, or run applications 
for up to 40 connected devices.

Configuration and Operation Ease
An easy-to-navigate graphical user interface makes for convenient, intuitive 
configuration and operation. A web-based implementation allows the remote 
equipment to be controlled from industry-standard web browsers. Windows and 
Java AP client software – using the same, convenient, GUI – are also included to 
provide access where a browser environment is not desired

Panel Array Mode
Panel array mode permits simultaneous monitoring of the video output of the 
installation’s servers. Operators can monitor the screen display of four, nine, or 
even forty servers. Selecting the panels is easy using the intuitive graphical OSD (On 
Screen Display).

External Authentication Support
management from external sources. External authorization sources include CC 
Management, and RADIUS. 

Message Board
To alleviate the problem of access conflicts arising from multiple logins, the 
Message Board functions like an Internet chat program, allowing users who are 
logged in to instantly communicate with each other. 

Share Mode Support
Three types of Share Mode are available for each port: Exclusive, Occupy and Share, 
Exclusive: The first user to switch to the port has exclusive control over the port. Occupy: 
The first user to switch to the port has control over the port. Up to 32 users may view 
the port’s video output. Share: Up to 32 users simultaneously share control.

nRemote access

n Local console support

n

n
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Dual NIC Design – Dual IP Configuration
The dual on-board NICs can be configured for Redundant LAN operation or Dual IP 
operation. If Redundant LAN is enabled, if the primary NIC goes offline, the secondary 
NIC seamlessly takes over. Under Dual IP operation, each NIC is assigned its own IP 
address – users can log in to either IP address when accessing.

Magic Panel
A special hideaway Control Panel to control and configure the appearance and operation 
of the OSD. The panel never interferes with your work area – it can be dragged to any 
convenient location; it can be iconized, made transparent, or even made to disappear – 
only to reappear when moused over.

Advanced Features
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Full-screen or sizable remote desktop window
The remote desktop can appear full-screen, or in a window. In windowed mode, the 
display can be dynamically scaled by dragging the window borders or selecting pre-set 
percentages. In full-screen mode the remote desktop display scales to the full screen 
display size of the user's monitor.

Multi-Keyboard Language Support – On-Screen Keyboard
The switches supports multiple keyboard language input – including English, French, 
German, Italian, Spanish, Japanese, Korean, and Traditional Chinese. There is no need to 
have a separate keyboard for each language

Superior Video
With enhanced fps throughput for crisp responsive video display, the switches offer 
resolutions of up to 1600 x 1200 @ 60Hz; vibrant 24-bit color depth for rich remote 
session display.

Low Bandwidth Optimization
Video Quality, and Tolerance settings allow users to tailor the size of the video data 
stream to optimize throughput in low bandwidth situations.

Network Transfer Rate
This network setting allows you to streamline data throughput by adjusting the size of 
the data stream to match network traffic conditions.

Mouse DynaSync
DynaSync is the latest in KVM mouse synchronization. With USB mice and DynaSync, 
your local console mouse movement actually becomes the remote unit's mouse 
movement.  

Dual Power Supply
The switches offer redundant power supplies so that if one power supply fails, the 
second power supply automatically takes over. In addition, if one server room power 
supply loses power, the switches will automatically adjust the power it draws from the 
second to keep functioning.

Independent Bus Switching
With Independent Bus Switching, if a user switches to a port that is being utilized by 
someone on a different bus, only the user that switches ports goes to the new port and 
the new bus – the other users remain on the original port and the original bus.

Virtual Media
Virtual Media support lets you map CD-ROMs and other storage media to a remote 
server. This function allows you to conduct file transfers, application and OS patches, 
and CD-ROM diagnostics remotely.

Adapter ID
The Adapter ID Function stores port information like the adapter ID, OS, keyboard 
language, adapter name, operation modes and more, so that when you move an 
adapter cable from one port to another, the switch recognizes the same adapter cable 
at the new location. 

Green IT-Variable Fan Speed 

The switches have support for four temperature sensors that can control up to six fans. 
The sensors regulate the fans to run at optimum speed, using energy more efficiently 
and prolonging the life of both the fans and the switch.

Audio Enabled
The switches are audio enabled. On the local unit, speakers and a microphone are 
supported; while remote units offer support for speakers only.
* Not all products support these features.  Please see the comparison table for difference. 

n

n

n

n

Advanced Features (Continued)
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KH1508i / KH1516i KN2124v, KN2140v, 
KN4124v, KN4140v

KN2132 /KN4116 / 
KN4132 KN2108/KN2116 KN9108 / KN9116

Computer 
Connections * Cascade * Cascade * Cascade ** Cascade

Multiple 
Sessions

Local

Remote

Computer
Connector

Platform l◎ ◎ ***, 
Sun****,  Serial*****

Local Console
l l l l l

l l l l l

BIOS Level Control l l l l l

l l l l l 

Concurrent Access
User Accounts
Share Mode Support l l l l l

l l l l l

l l l l l

                     l

l l l l l

l l

l l

l l

l l

l l

l l

l

Virtual Media l

Audio l

l l ******
l l ******
l

 

◎

Comparison Table

Application Diagram
KVM Over the NET™

n KVM Signals (Cat 5e Cable)
n LAN/ Internet



Setup
KVM Adapter Cables:
KVM Adapter Cables are necessary in KN2124v/
KN2140v/KN4124v/KN4140v installations

Connect to serial based devices

   bandwidth mode

*

   installations

   data bandwidth in low bandwidth situations

Features Specifications

Function KN2124v KN2140v KN4124v KN4140v

Computer 
Connections * * * *

Console
Connections 

Local

Remote

Port Selection

Connectors

Console
 Ports

Video 
Mouse

KVM Ports
Power
LAN
Modem
USB 
PON
Audio

Switches

Emulation Mouse
Video Resolution
Scan Interval

Power Consumption TBA

Environment
Temp.

Temp.

Metal

KN2124v/KN2140v/KN4124v/KN4140v
KVM Over the NET™
Cat 5 KVM Switch with 1 Local 2/4 Remote User Access

4 remote buses – 4 remote consoles can simultaneously access 
separate ports – up to 32 users can share the remote buses.

Modem
PS/2 System

Cat 5e cable

SA0142

SA0142
PN0108

KVM Adapter Cable 
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l Audio  enab led
l Redundant  power  suppor t   
l Vi r tua l  Media  suppor t
l

Console

PS/2, USB

Simultaneous Access

1 Local
User

2/4 Remote
IP Users

Computers
PS/2, USB,
Sun, Serial

Expansion

Cascade

IP Ready

TCP/IP

OS Support
Win, Mac, Linux,

Unix, Sun, FreeBSD

Remote UI
Browser,

Java Client IP
PON Available

Dual

Power 

Virtual

Media

NEW OS Support

Vista

Audio
Mic &

Speaker

Mouse 
DynaSync

2

IP

Non-browser GUI

Java/Win API 

Magic Panel
On-Screen 

Keyboard

NEW

KVM Adapter Cables
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KN2132/KN4116/KN4132 
KVM Over the NET™
Cat 5 KVM Switch with 1 Local and 2/4 Remote User Access

KVM Adapter Cables:
KVM Adapter Cables are necessary in KN4132 installations.

IP Ready

TCP/IP

OS Support
Win, Mac, Linux,

Unix, Sun, FreeBSD

Expansion

Cascade

Simultaneous Access

1 Local
User

2/4 Remote
IP Users

Computers
PS/2, USB,
Sun, Serial

Console

PS/2, USB

Remote UI
Browser,

Java Client
PON Available

NEW OS Support

Vista

Features Specifications

**

from an internet browser

cascaded installations

bandwidth mode

Function KN2132 KN4116 KN4132

Computer 
Connections * * *

Console

Connections 

Local

Remote

Port Selection

Connectors

Console

 Ports
Video 

Mouse

KVM Ports

Power

LAN

Modem

USB 

PON

Switches Power, Port Selection, Reset

Emulation

Video Resolution

Scan Interval

Power Consumption

Environment

Metal

4 remote buses – 4 remote consoles can simultaneously access 
separate ports – up to 32 users can share the remote buses.

Modem

SA0142

SA0142

PN0108

PS/2 System
Cat 5e cable

KVM Adapter Cable 

Connect to Serial based devices 
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NEW

Mouse 
DynaSync

2

IP

Non-browser GUI

Java/Win API 

Magic Panel
On-Screen 

Keyboard

KVM Adapter Cables
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KH1508i/KH1516i
Cat 5 High-Density KVM Over the NET™
Cat 5 KVM Switch with 1 Local/Remote User Access

KVM Adapter Cables:
KVM Adapter Cables are necessary in KH1508i/KH1516i installations.

Connect to Serial based devices 

Console

PS/2

Shared Access

1 Local
User

1 Remote
IP User

IP Ready

TCP/IP

Remote UI
Browser,

Java Client
PON Available

Computers
PS/2, USB,
Sun, Serial

OS Support
Win, Mac, Linux,

Unix, Sun, FreeBSD

Expansion

Daisy-Chain

NEW OS Support

Vista

and Serial

Function KH1508i KH1516i 

Computer Connections 
8 

* *

Port Selection 

Connectors 

Console 
Ports Video 

Mouse 

KVM Ports 

Power 

LAN 

PON 

Switches 

Emulation 

Video 
Resolution

Local 

Remote 

Scan Interval 

Power Consumption 

Environment 

Properties 

Metal 

Features Specifications
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Setup

KVM Adapter Cables:

KVM Adapter Cables are necessary in KN2108/KN2116 installations.

Connecs to Serial based devices 

KN2108/KN2116
8/16-Port KVM Over the NET™
Cat 5 KVM Switch with 1 Local 2 Remote User Access

Remote UI
Browser,

Java Client
PON Available

Console

PS/2

Simultaneous Access

1 Local
User

2 Remote
IP Users

Computers
PS/2, USB,
Sun, Serial

Expansion

Cascade

IP Ready

TCP/IP

OS Support
Win, Mac, Linux,

Unix, Sun, FreeBSD

operation

and Serial

*

functions

Function KN2108 KN2116

Computer 
Connections

8

* *

Console 
Connections

Local

Remote

Port Selection

Connectors

Console

Ports
Video

Mouse

KVM Ports

Power

LAN

PON

Switches Reset, Power, Port Selection, 

Emulation

Video Resolution

Scan Interval

Power Consumption

Environment

Properties

Metal

SpecificationsFeatures
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Model No. Function Interface Compatible Products 

Connect to serial based devices

Connect to serial based devices

ports

KVM Adapter Cables
The following KVM Adapter cables are required for use with the KVM Over the 
NET Switches: 

6-pin Mini-DIN Male 6-pin Mini-DIN Male 

HDB-15 Male 

USB Type A Male HDB-15 Male 

USB Type A Male HDB-15 Male 

RS-232 DB-9 Female

RS-232 DB-9 Female

13W3 Male 8-pin DIN Male 

39
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USB Type A Male HDB-15 Male 
2 Audio Plugs
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KN9108/KN9116
8/16-Port KVM Over the NET™
PS/2 KVM Switch with 1 Local 1 Remote User Access

n

n n
 pushbuttons

OS Support
Win, Linux,

Unix, FreeBSD

Expansion

Cascade

IP Ready

TCP/IP

Console

PS/2

Simultaneous Access

1 Local
User

1 Remote
IP User

Computers

PS/2

Remote UI
Browser,

Java Client
PON Available

NEW OS Support

Vista

    control separate ports

operation
*

functions

viewer

Function KN9108 KN9116

Computer 
Connections

8

* *

Console 
Connections

Local

Remote

Port Selection

Connectors

Console 
Ports

Video

Mouse

KVM Ports

Power

LAN

PON

Switches Reset, Power, Port Selection

Emulation

Video Resolution

Scan Interval

Power Consumption

Environment

Properties

Metal

SpecificationsFeatures
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Power Over the NET™
PN0108  PN9108

nPower control buttons two function 

 

n Safe Shutdown Ports Safe shutdown

n n

Power Over the NET™ products are control units that offer remote power 
management for up to eight devices (computers, hubs, routers, etc.). 
The PN9108, for example, supports remote power management for AC 
outlets via a TCP/IP connection, while the PN0108 can be connected to 
an ALTUSEN or ATEN TCP/IP accessible module via its PON (RS-232) port. 
Both models allow  administrators to control the power off, power on, and 
reboot status for  each attached device from any computer connected to 
the Internet, whether down the hall, or half way around the world.

The power status of each outlet can be set individually, allowing users to 
establish on/off schedules for each device. Up to 15 additional Stations 
can be daisy-chained down from the original one, providing remote 
power management for up to 128 devices. Installation and operation is 
fast and easy: plugging cables into their appropriate ports and simple GUI 
management is all that is entailed.

Since the Power Over the NET™ firmware is upgradable, you can stay 
current with the latest functionality improvements simply by downloading 
firmware updates from our website as they become available. With its 
advanced features and ease of operation, Power Over the NET™ products 
are the most convenient, reliable, cost effective way to remotely manage 
power access for multiple computer installations.

Robust power management features
ALTUSEN's Power Over the NET™ products are equipped with eight hot 
pluggable ports for easy server room management. Each port can be 
individually controlled so that users can set the power On sequence and delay 
time for each port so that equipment to can be turned on in the proper order. 
On/Off scheduling allows administrators to start, shutdown, and restart times 
on a daily, weekly, or monthly basis.

Expansion
To control even more devices, up to 15 additional stations can be daisy-chained. 
We at ALTUSEN understand that your business may start conservatively and 
need to expand over time. Daisy chain expansion allows you to manage a small 
number of devices in the beginning, and easily add on when your business 
needs increase. As many as 128 stations can be added using specific ports 
built-in to the PN0108/ PN9108. No outlets are lost as the result of daisy 
chaining. ALTUSEN's Power Over the NET™ products offer flexible solutions for 
businesses of all sizes. More importantly, they offer solutions for your future.

Overcurrent Protection
An intuitive, user friendly GUI enables users to monitor the current status of 
the devices on their installation remotely*, using any standard Internet browser. 
Built in overcurrent protection and recovery saves our money by eliminating 
costly onsite service calls. With Power Over the NET™ products, you have the 
ability to access your server room any time and deal with any situation that may 
occur – entirely immediately and effectively.

OOBC (Out of Band Configuration)
In case the LAN that the Power Over the NET™ device resides on goes down, 
or it cannot be accessed with the browser for some other reason, OOBC allows 
you to use the RS-232 interface to access it – either locally or via dial in modem 
– so that you can still manage all the connected devices. With it’s advanced 
features and ease of operation, Power Over the NET™ is the most convenient, 
reliable and cost effective way to remotely manage your server room's power 
requirements.*

Authentication Network Management Service
ANMS (Authentication Network Management Service) supports login 
authorization management from external sources. External authorization 
sources include CC Management**, RADIUS, and SNMP settings.

    module to access these features.

41



PN0108 PN9108

Power Outlets 8 8

l l

Power Control Button l l

Safe Shutdown Ports l l

Overcurrent Protection l l

* l

l

l

l

Comparison Table

*Supports UPS, modem, or PC terminal connections.

*The CN8000 from ATEN is an ultra-compact, Over IP solution for remote access to computers and KVM installations. 
   Please refer to www.aten.com for more details.

Application Diagram
Power Over the NET™

Pow
er O

ver the N
ET™
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PN0108
8-Port Power Over the NET™

KN9108/KN9116,KN2108/KN2116,
KN2124v/KN2140v/KN4124v/
KN4140v,KN2132/KN4116/KN4132
KH1508i/KH1516i,
KL9108/KL9116,
SN0108/SN0116,
CN8000**

Expansion

Daisy-Chain

Remote UI
Browser,

Java Client

NEW OS Support

Vista

front panel push button switches

proper order

or Console Terminal
*

can monitor the outlet status via the GUI interface

– the power control status menu is still accessible even when an 

**The CN8000 from ATEN is an ultra-compact, Over IP solution for remote access to  
     computers and KVM installations. Please refer to www.aten.com for more details.

Function PN0108

Power Inlet

Power Outlets

Connectors

PON In

PON Out

Safe Shutdown

Switches

 

Per Port  

Total  

Power 
Consumption

No Load

Environment

Properties

Metal

nnMulti-function PON Input Port -

      accessible module connections,
     or a local administrator console.

SpecificationsFeatures
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PN9108
8-Port Power Over the NET™

Expansion

Daisy-Chain

IP Ready

TCP/IP

Remote UI
Browser,

Java Client

NEW OS Support

Vista

*

front panel push button switches

the proper order

or Console Terminal
**

users can monitor the outlet status via the GUI interface on their browsers

– the power control status menu is still accessible even when an 

information in amperes via the GUI on their browsers

Function PN9108

Power Inlet

Power Outlets

Connectors

PON In

PON Out

Safe Shutdown

LAN

Switches

 

Per Port  

Total  

Power 
Consumption

No Load

Environment

Properties

Metal

n

n n
     can be used to attach a UPS, 
     modem, or PC terminal.

nRemote Access – connects 

    via Ethernet cable.

SpecificationsFeatures



SN3101 (Serial Device Server) 
SN0108  SN0116

Serial Over the NET™

Serial Over the NET™ products are control units that provide both In-
Band and Out-of- Band remote serial access to up to 8/16 servers or 
other serial IT devices (hubs, routers, power management devices, etc.), 
via a Telnet or SSH TCP/ IP connection. Serial Over the NET also provides 
one port Serial Device Server that supports RS-232, RS-422, and RS-
485 data transfers, as well as providing Ethernet connectivity for a 
wide variety of serial devices used in commercial applications. These 
include industrial control, data acquisition, access control, environment 
monitoring, banking, telecoms, remote site management, etc. This total 
serial data transfer system transforms the capability of legacy serial 
devices, and allows them to take advantage of the speed and reliability 
of today's modern communication techniques. 

By making your industrial serial devices Internet ready, the Serial Over 
the NET™ enables users to access and control those devices from any 
computer connected to the Internet, whether down the hall, or half way 
around the world. 

Installation is fast and easy: plugging cables into their appropriate ports 
is all that is entailed. A choice of browser based GUI, Telnet (SSH), and 
VT console terminal sessions make configuration and operation smooth 
and convenient.  

The Serial Over the NET™ firmware is upgradeable over the Net, so you 
can stay current with the latest improvements simply by downloading 
updates from our website. With its advanced features and ease of 
operation, the Serial Over the NET ™ solution is the most convenient, 
reliable, cost effective way to centrally manage your remote, serially 
connected, IT products.

Virtual Port Management
Serial Over the NET™ products offer Real COM Port support. Devices 
connected to this type of virtual port appear as if they were directly 
connected to a COM port on the local computer. Data transmission between 
the device and the local computer takes place over the virtual COM port to 
the Serial Over the NET™ device. This mode is especially convenient for use 
with POS terminals, Bar Code Readers, Serial printers, etc.

Simultaneous Control
Multiple users can log in at the same time via a TCP/IP connection from 
any computer connected to the Internet. Since the first 8/16 users are 
able to control separate ports, all attached devices (up to 8/16) can be 
accessed concurrently. The other concurrent login users may view the 
port's video output.

Individual Port Configuration
The administrator, as well as users with port configuration permission, 
can set up a speci f ic  operat ing mode for each por t :  Console 
Management, Raw TCP Mode, or Real COM Port.

Alert Settings Support
Serial Over the NET™ products can inform you via email about problems 
that may occur on the devices that are connected to them. Up to 10 
types of alert for each port can be emailed to you. For example, when 
a device encounters a problem — such as a critical error that requires 
a reboot — a debug message is sent through its COM port. When the 
Serial Over the NET™ device receives the message, it sends an email to 
inform the user.

n
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Multiple Communication Modes
The Ser ia l  Over  the NET ™ suppor t s  a  w ide var ie t y  of  se r ia l 
communication modes, such as Real COM, TCP Server, TCP Client, 
UDP, Modbus, and Serial Tunnel – offering versatile and diversified 
serial data access methods to meet a broad range of application 
requirements.

Out of Band Configuration
OOBC (Out of Band Configuration), provides the ability to access Serial 
Over the NET™ devices over a serial connection. This can either be a 
direct serial connection from a local computer, or a dial in connection 
via modem. OOB connection support includes HyperTerminal, PPP, 
Telnet, and SSH.

Advanced Security features
Serial Over the NET™ devices are equipped with internal and external 
user authentication methods and port-specific access rights. The 
administrator may set different port access rights to specific users on a 
port-by-port basis, allowing for customized security. Each port can be 
accessed individually by up to eight or sixteen users. Login security is 
port specific and supports secure multi-user and multi-level login.

Complete Serial and Power Management Solution
Serial Over the NET™ products can work in tandem with other 
remote management products — such as the ALTUSEN PN9108 /
PN0108 Power Over the NET™ remote power management system to 
provide convenient, reliable, and effective, remote data center device 
management.

Authentication Network Management Service
ANMS (Authentication Network Management Service) supports 
login authorization management from external sources. External 
authorization sources include CC Management*, RADIUS, and SNMP 
settings. 

Comparison Table

Model No. SN3101 SN0108 SN0116

8

Concurrent Access 8

Interface

Connector

Remote Access l l l

LAN Connection

l l

PON Support l l l

Real COM Port Support l l l

Power * 

Communication Modes
Modbus, and Serial Tunnel

Real COM, TCP Server , TCP Client

Standard TCP/IP interface --  broad choice of 
operation modes 
The SN3101 offers versatile, diversified serial data access operations 
to meet a broad range of application requirements – these include 
Console Management, Real COM, TCP Server, TCP Client, UDP, 
Modbus, Serial Tunnel and Virtual Modem

More convenient, more efficient serial device 
management across the entire installation
The Ser ia l  Net work Dev ice Management –  a  w indows-based 
configuration and management util it y – proves convenient and 
efficient management of your SN3101 installation.

Convenient, Flexible, Access and Configuration
The SN3101 offers a variety of "over IP" methods to control your serial 
devices – from browser login, to a stand-alone Serial Network Device 
Management AP program,  to Telnet/SSH terminal access. 

Secure data transmission 
Recognizing the importance of secure data transmission to your 
operations, powerful safety features have been designed into the 
SN3101. With 128-bit SSL serial data encryption for TCP Server, TCP 
Client, Virtual Modem and Serial Tunnel operation modes, you can feel 
confident that your data is adequately safeguarded.

Centralized Access Control
The SN3101 makes security policy enforcement smooth and easy. 
Administrators can authenticate user logins and authorize individual 
user rights via RADIUS, LDAP, LDAPS and Microsoft Active Directory 
servers. 

Modbus Ethernet –to –Serial support 
The SN3101's support for Modbus Ethernet-to-serial data transmission 
provides a bridge that seamlessly integrates Modbus devices (such as 
PLCs, DCSs, HMIs, etc.) into your serial network.

SN3101
Serial Device Server

Serial O
ver the N

ET™
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SN3101
Serial Device Server

Simultaneous Access

16 Users

IP Ready

TCP/IP

Remote UI
Browser, Telnet,
Virtual COM

PON Available
NEW OS Support

Vista

Serial Device

DB-9

SpecificationsFeatures

nn

and TCP Client connections 

–

Function SN3101

Connectors 

Serial 

Power 

Switches Reset 
Power 

Power Input 
Power Adapter 
Power Line Protection 

Power Consumption 

Interfaces 

Serial 

Standards 
Baud Rate 

Serial Protection 

Stop Bits 

Standards 
Protection 

Protocols 

Environment 

Properties 

Metal 

Host
Computer

Modbus Master

HMI

SN3101

SN3101

Card 
Reader

Barcode
Scanner

Ethernet

PLC

RS-485

Modbus Slave
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SN0108/SN0116
8/16-Port Serial Over the NET™

nnRemote access

Simultaneous Access

8/16 Users

Serial Device

DTE, DCE

IP Ready

TCP/IP

Remote UI
Browser,

Java Client
PON Available

NEW OS Support

Vista

Complete Centralized Remote Serial Management:

   serial IT devices

*
Security:

Convenient Access:

Sun Ready:

Network Interfaces:

Serial Connectivity:

**

Alarms and Alerts:

OS Support:

Code Set Support:

General:

** With supplied Virtual COM port driver.

Function SN0108 SN0116

Connectors To LAN

Power*

Switches Power, Reset

Power Consumption

Environment 

Properties 

Metal

Model No. Connector Interface

RJ-45 to Serial Adapters

ALTUSEN offers are shown in the table below: 

SpecificationsFeatures

Serial O
ver the N

ET™
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Control Center Over the NET™
The CC2000 Control Center Over the NET™ provides single-

portal, singlelogin, secure, centralized, access, administration 

and management of your entire network—local and worldwide 

– anywhere; anytime.

By consolidating the management of your ATEN /ALTUSEN 

IT devices, the CC2000 allows every device to be securely 

accessed and controlled by means of a single IP address. 

Servers and network equipment are integrated into a single 

tree view, making the CC2000 ideal for enterprises with data 

centers and branch offices, located in several remote locations.
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The CC2000’s Master-Slave architecture allows multiple CC2000 

units to be linked in a communication network to create an 

integrated web of devices – all of which can be accessed with a 

single login from a web browser.

Recognizing the broad spectrum of computing environments, the 

CC2000’s Java software implementation allows it to work with 

Sun Java Runtime Environment (JRE) enabled operating systems – 

ensuring multi-platform integration and mutual operability

Management Software
CC2000



Features
Secure Centralized Management

device on the installation

connections to all installed devices

Extensive Logging

Network Interfaces

Powerful Security

Highlights

multiplatform support

from a web browser - ideal for enterprises with one or more data centers, 
or a number of remote offices

The CC2000 comes with a demo license 
that allows up to 16 nodes (but no slave 
servers).  A license key authorizes you to 
add slave servers and additional devices.

USB License Key

controlled 

data centers, branch offices and remote locations

Software Features

-accessible over the Net

and Safari

status, and alarms

Device Specific Features

Access and Control from Anywhere at Anytime

C
ontrol C

enter O
ver the N

ET™
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Setup
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Single Portal, Single Sign-on
Permits a single sign-on via a Web browser interface for devices 
that can accept automatic username and password authorization, 
but do not require additional entry fields  (such as session ID). 
Single Sign-on provides secure, centralized, access, administration 
and management of all your ATEN/ALTUSEN “NET” devices – such 
as Power Over the NET, Serial Over the NET, and KVM over the NET 
– as well as many other generic devices 

Centralized Control and Management
Provides centralized management of all CC capable devices on 
your installation. The CC2000's Master-Slave architecture allows 
multiple CC2000 units to be linked in a communication network to 
create an integrated web of devices -- all of which can be accessed 
with a single login from any  networked PC or mobile device. 
The CC2000’s OOBC features allow administrators to diagnose 
and repair problems even when gateways, routers, or other IP 
connectivity is down.

Role-Based Access and Control (RBAC)
Provides five system default user categories with pre-defined 
roles and permissions: System Administrator, User Administrator, 
Device Administrator, User, and Auditor. Allows the creation of any 
number of Custom user types –  offering the convenience
and flexibility of assigning various combinations of roles that better 
suit your requirements to the custom created user type.

Task Scheduling
Allows time and date scheduling of routine tasks, updates and file 
loading that can be performed across the installation – automatic 
scheduling of system and maintenance tasks include: exporting 
event logs, power controlling  devices, upgrading the firmware of 
selected appliances, and the backup of device configuration and 
account information.

Logging, Audits and Alerts
Offers an array of flexible logging and reporting options with audit 
trails for diagnostics and troubleshooting. Provides powerful search 
functions and extensive sorting and filtering of log categories 
to quickly pinpoint the  events you are searching for. Complete 
logs, as well as log search results can be exported for audit and 
analysis. Email notification of traps and specified system events is 
automatically generated and sent to specified users.

User Preferences
Users can set up their own working environment. Browser session 
preferences for the  color scheme, the language that the CC2000 
pages display in, the page that appears when first logging in, the 
screen name, and the format of the welcome message can all 
be individually set. In addition – with the appropriate permission 
specified in the user's account settings –  users can change their 
password when they like.

USB License Key Specifications

Function License Key

Environment 

Properties 

Metal and Plastic 

 CC2000 Master 
 CC2000 Slave 
 CC2000 Slave (Redundant)
n KVM Signais (Cat 5e Cable)
n LAN/ Internet 
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16-Port Guardian Over the NET™

GN0116

Guardian Over the NET™

n n

n

    down from the top level unit.

n
     protection 

The GN0116 Guardian Over the NET™ is a control unit that offers 
remote environment monitoring and management of your critical 
computer systems over TCP/IP. The GN0116 makes it easy to control 
system health at any time and from virtually anywhere.

The new GN0116 Guardian Monitor Center is our improved software 
solution that offers remote access to your GN0116 units. Any number 
of GN0116 units on the same domain can be monitored from the 
GN0116 Guardian Monitor Center, providing remote environment 
management to large enterprise centers. Installation is fast and easy; 
simply install the GN0116 Guardian Monitor Center software suite 
onto a server connected to your network and start connecting to your 
GN0116 units.

Since your GN0116 units and Guardian Monitor Center software 
are upgradeable, you can stay current with the latest functionality 
improvements simply by downloading firmware updates from our 
website as they become available. With their advanced features and 
ease of operation, the GN0116 and Guardian Monitor Center are 
the most convenient, efficient, reliable, and cost effective way for 
administrators to monitor and manage their server environment.
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Regulate the Health of your Equipment
The GN0116 Guardian Over the NET™ is equipped with 8 
programmable AC power outlets and 4 Digital /Analog I /O ports 
which support up to 16 devices to regulate the health of your 
equipment and give proper warning when any of the preset factors 
are out of bounds. The 4 I /O ports include support for 2 digital 
inputs, 6 analog inputs (4 resistance type; 2 voltage type), and 
8 digital outputs. The GN0116 is the perfect guardian to ensure 
the ideal environment for your data center. It lets you control and 
protect your computing environment from anywhere in the world.

ssConsole Operation Support*  
The GN0116 also supports ssConsole to control and configure 
the GN0116 via a serial connection to its 232C port using the 
ssConsole software program.

GUI Operation
Your GN0116 devices are monitored and controlled by the powerful 
Guardian Monitor Center user interface. Accessing your GN0116 
installation via its own web server, the Guardian Monitor Center 
conveniently configures, controls, and monitors all your GN0116 
devices over the Internet. Logging into the Guardian Monitor 
Center user interface is easy with the Windows Internet Explorer 
web browser.

 



GN0116 Guardian Over the™

*

Center user interface on their web browsers

browsers

Guardian Monitor Center focused features

devices 

fluid, vibration, dust particles, etc.

Function GN0116

Connectors

AC Power Inlets

AC Power Outlets 

Power

LAN

Switches

Power

Per AC Power Inlet

Total AC Power Outlets

Total AC Power Outlets

Total AC Power Outlets

Total AC Power Outlets

Power Consumption

Environment

Properties

Metal

Dial-up Network
Dedicate Network

AC Power
outlet

Smoke detector

Buzzer

Over current
detector

Temperature
detector

up to 16 devices

Rear View 
Server

PN9108

Firewall

Switch Hub

Router 

SN0108

Load Balancer

GN0116

GN0116

GN0116 (Front)

(EA2110/EA2210)

or

Expansion

Daisy Chain

IP Ready

TCP/IP

Remote UI

Browser

SpecificationsFeatures

G
uardian O

ver the N
ET™
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Function EA2110 EA2210 EA2310

Connectors

AC Current 
Sensor

Power Inlet

Power Outlet

Switches

Power

Sensor 
Measurement 

Relative 

AC Current 
Sensor 

Measurement 

Sensor
Measurement 

Environment 
Temp.

Properties 

Metal

ALTUSEN provides various sensor boxes to work in tandem 

with the GN0116. EA2110/EA2210/EA2310 enables you to get 

status feedback on AC current, AC voltage and humidity. The 

sensor boxes can simply be connected to the Voltage Analog 

Input port of the GN0116 via Cat 5e cable, and then configured 

and monitored over the internet with a web browser.

Features

Sensor Boxes

EA2110
1 x AC Current Sensor &
1 x Humidity Sensor

EA2210
2 x AC Current Sensors

EA2310
1 x AC Current Sensor &
1 x AC Voltage Sensor

Specifications
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