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Copyright

Copyright © 2015 by PLANET Technology Corp. All rights reserved. No part of this publication may be reproduced,
transmitted, transcribed, stored in a retrieval system, or translated into any language or computer language, in any
form or by any means, electronic, mechanical, magnetic, optical, chemical, manual or otherwise, without the prior
written permission of PLANET.

PLANET makes no representations or warranties, either expressed or implied, with respect to the contents hereof
and specifically disclaims any warranties, merchantability or fithess for any particular purpose. Any software
described in this manual is sold or licensed "as is". Should the programs prove defective following their purchase,
the buyer (and not PLANET, its distributor, or its dealer) assumes the entire cost of all necessary servicing, repair,
and any incidental or consequential damages resulting from any defect in the software. Further, PLANET reserves
the right to revise this publication and to make changes from time to time in the contents hereof without obligation
to notify any person of such revision or changes.

All brand and product names mentioned in this manual are trademarks and/or registered trademarks of their
respective holders.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
F@ pursuant to Part 15 of FCC Rules. These limits are designed to provide reasonable protection against

harmful interference in a residential installation. This equipment generates, uses, and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not occur in a particular installation.
If this equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

4.  Consult the dealer or an experienced radio technician for help.

FCC Caution

To assure continued compliance, use only shielded interface cables when connecting to computer or peripheral
devices. Any changes or modifications not expressly approved by the party responsible for compliance could
void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference

(2) This device must accept any interference received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s
authority to operate the equipment.
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Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to
avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna shall
not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity (R&TTE). The R&TTE Directive repeals and replaces
in the directive 98/13/EEC (Telecommunications Terminal Equipment and Satellite Earth Station Equipment) as
of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special
attention must be paid to the dangers of electric shock and static electricity when working with electrical
equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to
ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU directive
1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction Reasons/remarks

, General authorization required for outdoor
Bulgaria None , )
use and public service

o Military Radiolocation use. Refarming of the 2.4
Outdoor use; limited to 10 o
] o GHz band has been ongoing in recent years to
France mW e.i.r.p. within the

allow current relaxed regulation. Full
band 2454-2483.5 MHz

implementation planned 2012

If used outside of own premises, general

Italy None o .
authorization is required
General authorization required for network and
Luxembourg None )
service supply(not for spectrum)
This subsection does not apply for the
Norway Implemented geographical area within a radius of 20 km from the
centre of Ny-Alesund
Russian None Only for indoor applications
Federation

Note: Please don’t use the product outdoors in France.
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WEEE regulation

To avoid the potential effects on the environment and human health as a result of the presence of
hazardous substances in electrical and electronic equipment, end users of electrical and electronic
equipment should understand the meaning of the crossed-out wheeled bin symbol. Do not dispose of

WEEE as unsorted municipal waste and have to collect such WEEE separately.
|

Revision
User Manual of PLANET Wireless AP Controller with 8-Port 802.3at POE+
Model: WAPC-1232HP
Rev: 1.0 (Sep., 2015)

Part No. EM-WAPC-1232HP_v1.0 (2080- E70020-000)
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Chapter 1. Configuring the AP and Login the Controller

In this manual, we use the WDAP-C7200AC managed AP as an example to be controlled by the WAPC-1232HP
Wireless AP Controller with 8-Port 802.3at PoE+.

Before configuring the WDAP-C7200AC in the managed AP mode to be managed by the AP controller, please

ensure you have upgraded the AP to the firmware that supports the AP controller.

After the upgrade is finished, please go to the “Management-> Reload Settings” page to upload the latest config
file included in the firmware package file. After the upload for the configuration is finished, please reset the AP to the

factory default.

1.1 Operation Mode
Follow the steps below to set up the operation mode of the WDAP-C7200AC in the “Managed AP” mode.

Step 1. To access the WDAP-C7200AC, open a web-browser and enter the default IP address

http://192.168.1.253 in the web address field of the browser.

) hitp://192.168.1.253/

C 192.1681.253
File Edit View Favorites Tools Help

Figure 1-1 Login by default IP address

After a moment, a login window will appear. Enter admin for the User Name and Password, both in lower case

letters. Then click the OK button or press the Enter key.


http://192.168.1.253/
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g ™y
Windows Security ﬁ

The server 192,168 1.253 requires a username and password.

Warning: This server is requesting that your username and password be
zent in an insecure manner (basic authentication without a secure
connection).

| admin |

| [ ]

Remember my credentials

| ok || Cancel

Figure 1-2 Login Window
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Default IP Address: 192.168.1.253
Default User Name: admin

Default Password: admin

__ If the above screen does not pop up, it may mean that your web-browser has been set to a proxy. Go to

=2 | | . .
"'3:_3:-;_, s TOOls menu>Internet Options>Connections>LAN Settings on the screen that appears, cancel the Using
T Proxy checkbox, and click OK to finish it.

Step 2. Go to the “Operation Mode” page to set the operation mode to “Managed AP”. Then, click “Apply

Change”.

O PLANET

N T iomes 802.11ac Ceiling Mount Wireless Access Point

Operation Mode

» Operation Mode

AP Operation mode configuration is used to configure the managed AP administrative mode, 5 one AP
> Setup Wizard In Standalone AP, the AP acts
as an individual AP in the

> WLAN1 (5 GHz) network, and you manage it by

. et ’ using the Administrator Web
> WLAN2 [24 GHZ} () Standalone AP In Mode Standalone AP, the AP acts as anindividual AP in the User Interface (UI), or SNMP.
+TCPI/IP Setl.ings User Interface {UT). or SNMP. e d AP

netwotk, and vou manage it by using the Administrator Web
In Managed AP, the AP i

> LAN Interface of the PLAMET Wireless AP
controller System, and you
> Management ; In Mode Managed AP, the AP is part of the PLANET Wireless TETETRLIT TR
AP controller System, and vou manage it by using the WAPC Wireless Switch.
> Logout Wireless Switch.
> Reboot [J AP Controller IP Address|0.0.0.0
Note: After vou confizure the settings on the AP Operation Mode paze. vou must

click Apply button to apply the changes and to save the settings. Changing
some settings might cause the AP to stop and restart system processes. If
this happens, wireless clients will temporarily lose connectivity. We
recommend that vou change AP settings when WLAN traffic is low.

Apply Change ] [Reset ]

Figure 1-3 Operation Mode — Managed AP

__ Please back up the configuration settings before switching from the Standalone AP mode to the Managed

=2 rigutarion s . |

"'3:_3:-;_, mat| AP mode. All the configurations will be erased and at the same time, the system will return to the factory
T default settings once it is reverted to the Standalone AP mode.

The page includes the following fields:

Object Description

-3-



User Manual of WAPC-1232HP

In the Standalone AP mode, the AP acts as an individual AP in the
Standalone AP network, and you manage it by using the Administrator Web User

Interface (Ul), or SNMP.

In the Managed AP mode, the AP is part of the PLANET Wireless AP
Managed AP controller System, and you manage it by using the WAPC Wireless
Switch.

IP address of the AP Controller. (Default = 0.0.0.0)
The default IP address of the PLANET AP Controller is “192.168.1.100".
AP Controller IP Address Entering “0.0.0.0” means all AP controllers in the same network segment

are able to manage this AP.

Step 3. Connect the WDAP-C7200AC, Wireless AP Controller and your computer to the same network.

Managed AP WAPC Wireless AP Controller
with PoE+ Laptop

Figure 1-4 Topology — connect to AP Controller

Step 4. To access the AP controller, open a web browser and enter the default IP address http://192.168.1.100 in

the web address field of the browser.

| ) hitp:#f192.163.1.100/

LT C [4192.165.1.100]

Figure 1-5 Login to the AP Controller

Step 5.  Successfully login to the AP controller.


http://192.168.1.100/
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@ PLANET WAPC-1232HP M- x
<« C [ 192.168.1.100 PR =

AN

WAPC-1232HP

Welcome to PLANET
WAPC-1232HP

Wireless AP Controller
with 8-port 802.3at PoE+

PLANET Technology Corporation

10F., No.96, Minguan Rd., Xindian Dist., New Taipei City 231, Taiwan (R.0.C.)
Tel: 8B6-2-2219-9518
Fax. 8B6-2-2213-2528
Email: Support@planet. com.tw

Copyright©2015 FLANET Technology Corporation. 2ll rights reserved.

Figure 1-6 AP Controller — Main
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Chapter 2. Assigning IP to Managed APs

Before configuring the AP, you can configure the AP controller to assign IP address to the managed APs which allow

you to manage the APs with ease.

Step 1. Go to “DHCP server-> Mode” to switch the Mode to “Enabled”. Then, click “Apply” to apply the setting.

WAPC-1232HP

~ DHCP server DHCP Server Mode Configuration
.» Exclu.ded 1P Global Mode
» Pool Mode | [Enabled »
» Gtatistics
» Binding
» Declined IP VLAN Mode
Delete VLAM Range Mode
b SNMP 1 Enahled

» Port Management
¢ Link Aggregation
p VLANS

| Add VLAN Range |

» Spanning Tree
» Multicast | Apply | [ Reset |
» QOS5

Figure 2-1 DHCP Server — Mode

Step 2.  Go to “System-> Save Startup Config” to save configuration. Otherwise, the DHCP server will return to

disabled after system reboot.

Save Startup Config . .
Configuration Download Save Running Configuration to startup-config

Configuration Upload
Configuration Activate

[ Save Configuration ]

Configuration Delete

Figure 2-2 System — Save Startup Config
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Step 3. Go to “DHCP server-> Binding” to ensure all devices have obtained an IP address successfully.

WAPC-1232HP

System
:A: Control Auto-refresh [ [ Refresh ” Clear Selected ” Clear Automatic ” Clear Manual H Clear Expired
B ARtoring / AP DHCP Server Binding IP
Status
» AP Maintenance Binding IP Address
+ DHCP server
+ Mode Delete | IP | Type | State |Poo| Name| Server ID
» Excluded IP O 192.168.1.151 Automatic  Committed  vian1 192.168.1.100
+ Pool Ll 192 168.1.152 Automatic  Committed  vian1 192 165.1.100

+ Declined IP

Figure 2-3 DHCP Server — Binding

Step 4. Now, you can continue to configure the managed AP in the next chapters.
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Chapter 3. Configuring the AP Controller

This chapter delivers a detailed presentation of AP Controller’s functionalities and features under 3 main menus

including AP Control, AP Monitoring/AP Status and AP Maintenance, allowing you to manage the AP with ease.

1. AP Control section:

= [0 discover, define and upload the predefined
wireless profile by group.

F AR Group Management

- AF Monitoring / AR
Status

Limmary

- 2. AP Monitoring [ AP Status:

IMmary To monitor, check and analyze the AP status, and survey
| Time Traffic the wireless signal surroundings.
ients

3. AP Maintenance:

de
: Upgrade inits physical position.

To update the firmware, reset the AP and locate the AP

Figure 3-1 AP Controller — Menu
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Chapter 4. AP Control

In the AP Control section, there are six sub menus which make you able to discover AP, create profile, and upload

the pre-defined profiles to single or multiple APs at once.

Figure 4-1 Menu — AP Control

4.1 AP Search
Go to the “AP Control-> AP Search” page and then click “Refresh” to discover the managed AP available in the
network. Only the AP existed in the same network segment can be discovered and added to the device list of

controller.

A maximum of 64 devices can be found on the AP Search page.

(DPLANET

WAPC-1232HP

» System
+ AP Control

+ Device List STEP 4
+ SSID Profile >
» Radio Profile 4 -

.’_\I
_ ia" £ i‘:’

+ AP Management
| D | MAC Address | AP Model | Version | Device IP | Device Netmask | Device Gateway| Device Description | Select Device

Smart Discovery

+ AP Group Management

» AP Monitoring / AP
Status

» AP Maintenance

» DHCP server

» SNMP

» Port Management

» Link Aggregation Auta Refresh [

Figure 4-2 AP Search



User Manual of WAPC-1232HP

In the “Select Device” field, check the AP that you want to manage and then click “Apply”.

WAPC-1232HP

» System

« AP Control

+ AP Search

+ Device List

» SSID Profile

» Radio Profile

+ AP Management

+ AP Group Management

Smart Discovery

ol
= # i

Device Description
Wi-Fi_11ac_AP

» AP Monitoring / AP
Status

» AP Maintenance

» DHCP server

» SNMP

» Port Management
» Link Aggregation
» VLANS

Device Netmask

255255 255.0

Device IP
192.168.1.253

Version
1.3465ch 150806

ID AP Model

WDAP-CT200AC|

MAC Address
ad-f7-20-00-14-6a

Device Gateway
192.168.1.254

Select Device

Auto Refresh [ | Refrash I Apply I

Figure 4-3 AP Search — select the AP from the list

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.
MAC Address The MAC address of the AP

AP Model The model name of the AP

Version The current firmware version of the AP

Device IP The IP address of the AP

Device Netmask

The netmask of the AP

Device Gateway

The gateway IP address of the AP

Device Description

The device description of the AP

Select Device

Check this option to select the device from the managed AP list.

Auto Refresh

Check this option to let the system automatically refresh the list every 15

seconds.
Refresh Click this button to refresh the list manually.
Apply Click this button to apply the settings.

4.2 Device List
Go to the “AP Control-> Device List” page to ensure the AP is already selected from the list. This section is to

confirm the AP selected on the “AP Search” page has been added to the Device List Table so that we can control it
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by the following sections. On this page, you can click the hyperlink of IP address to link to the AP’s Web Ul directly.
In addition, if this device is not the AP that you want to manage, you can check it in the delete field to remove it from
the list. A maximum of 32 devices can be added on the Device List page.

WAPC-1232HP

» System
~ AP Control

» Radio Profile

» AP Management h
» AP Group Management 1 \ ﬂ @ﬁ
4

Device List

» AP Monitoring / AP
Status

» AP Maintenance

GRlserver ID | MAC Address AP Model Version Device IP | Device Netmask | Device Gateway | Device Description | Delete
> [=

» SNMP 1 |a8-f7-e0-00-14-6a[\VWDAP-CT200AC[1.3465ch 150804192 168 1 253 I 255 255 255 0 192 168 1 254 Wi-Fi_11ac_AP O

» Port Management

» Link Aggregation

» VLANS Apply

Figure 4-4 Device List

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.
MAC Address The MAC address of the AP

AP Model The model name of the AP

Version The current firmware version of the AP

The IP address of the AP
Device IP On the Device List page, the IP address is a hyperlink which enables the

user to link to the AP’s Web configuration page directly.

Device Netmask The netmask of the AP

Device Gateway The gateway IP address of the AP

Device Description The device description of the AP

Delete Check this option to remove the device from the managed AP list.

Auto Refresh Check this option to let the system automatically refresh the list every 15

seconds.

Refresh Click this button to refresh the list manually.
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Apply Click this button to apply the settings.

4.3 SSID Profile

Go to the “AP Control-> SSID Profile” page to create a new profile related to wireless SSID.

WAPC-1232HP

» System g z
ol Wireless SSID Profile Settings

» AP Search

» Devee i V V V V

p Radio Proﬁfé

» AP Management

» AP Group Management ) ﬂ K
- 4

» AP Monitoring / AP

Status

» AP Maintenance

» DHCP server

» SNMP

» Port Management

» Link Aggregation

» VLANS

| D | Delete | SSID Name | SSID Broadcast| Security | Encryption | Client Isolation | Editl

[l Add New SSID Prafile ||

Figure 4-5 SSID Profile

Example of SSID Profile:

WAPC-1232HP

} System
+ AP Control Add SSID Profile

» AP Search SSID Configuration

+ Device List
v SSID Profile S5ID Name: 240G 55|01

¢ Radio Profile Broadcast S5ID: | |[Enahle

» AP Management AP lIsolation: Disable
» AP Group Management

Security Configuration

» AP Monitoring [/ AP Encryption VWEAS v|

s . Authentication Mode: Fersonal (Pre-Shared Key) V|
R RLEnance WPA2 Cipher Suite: TKIP 1 AES

b DHCP server Pre-Shared Key Format: | | Fassphrase V|
i Pre-Shared Key: 12345678

» Port Management

» Link Aggregation [ Save l ’ Resel ]

» VLANS

Figure 4-6 SSID Profile — Example
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The page includes the following fields:

Object

SSID Configuration

SSID Name

Description

This SSID name of the AP
The length of an SSID should be limited to 32 characters (32 octets,
normally ASCII letters and digits).

Broadcast SSID

Select “Enable” to enable the SSID Broadcasting.
Select “Disable” to disable the SSID Broadcasting.
Once disabling the SSID Broadcasting, the wireless clients will not able

to see the SSID of the AP.

AP Isolation

Select “Enable” to enable the AP Isolation.
Select “Disable” to disable the AP Isolation.
Once enabling the AP Isolation, the wireless clients connected to the

same SSID will be isolated.

Security Configuration

Encryption

The encryption of the SSID

Authentication Mode

The authentication mode of the SSID

WPAZ2 Cipher Suite

The cipher suite of the encryption

Pre-shared Key Format

The security key format of the SSID

Pre-shared Key

The security key of the SSID

Save

Save the settings as a new profile.

Reset

Reset the values to default.

%.:n

The fields on the Security Configuration page will vary according to the encryption you select. For a
detailed description of each field, you may refer to the user manual of the AP. In this section, only the

[hte definitions of the fields are described.

After creating the SSID profile, you will see the profile in the list.

Click “Apply” to save and apply the setting.
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WAPC-1232HP

» System
+ AP Control
» AP Search

Wireless SSID Profile Settings
» Device List
» SSID Profile

» Radio Profile 1 ni
» AP Management -
» AP Group Management _ \ ﬁ %

e

» AP Monitoring / AP
Status

» AP Maintenance

» DHCP server

» SNMP

» Port Management
» Link Aggregation
» VLANS

s i T
g

ID | Delete | SSID Name | SSID Broadcast | Security | Encryption | Client Isolation | Edit
1 O 2 4G 551D Enabled WRAZ PSK Disabled Edit
2 [F 5G SSID-1 Enabled WPAZ PSK Disabled Edit

[ Add New SSID Profile |

Figure 4-7 SSID Profile — List

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.

This SSID name of the AP
SSID Name The length of an SSID should be limited to 32 characters (32 octets,

normally ASCII letters and digits).

Select “Enable” to enable the SSID Broadcasting.
Broadcast SSID Select “Disable” to disable the SSID Broadcasting.
Once disabling the SSID Broadcasting, the wireless clients will not be

able to see the SSID of the AP.

Security This field equals the “Encryption” field of the Security Configuration.

: This field equals the “Authentication Mode” field of the Security
Encryption

Configuration.

Client Isolation Displays the setting of the client isolation which is to be configured by

enabling it or not to by disabling.

Edit Click “Edit” hyperlink to re-configure the profile.
Add New SSID Profile Click the “Add New SSID Profile” button to create a new SSID profile.
Apply In the delete field, check the profile that you want to delete and click
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“Apply” to apply the setting.

Reset Click “Reset” to cancel the check box of the delete option back to

uncheck status.

4.4 Radio Profile

In this section, you can create wireless advanced settings as 2.4GHz profile or 5GHz profile for future provisioning to

multiple APs.

441 2.4G Radio Profile

Go to the “AP Control-> Radio Profile-> 2.4G” page to create a new 2.4GHz wireless profile related to wireless

advance parameters.

WAPC-1232HP|

» System
~ AP Control
+ AP Search

» Device List
+ S5ID Profile
: io Profile 1 T
\ L X -

| | D | Delete | Radio Profile Description | Network Mode | Channel ID | Channel Bandwidth | Tx Puwer| Date rate ‘ IAPP ‘ WMM Capable | Editl

2.4GHz Wireless Radio Profile Settings

+ AP Management
» AP Group Management

» AP Monitoring / AP
Status

| Add New 2.4GHz Radio Profile ||

» AP Maintenance

» DHCP server

Figure 4-8 2.4G Radio Profile
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Example of the 2.4G Radio Profile:

v Device List
+ SSID Profile
+ Radio Profile
r 2.4G
» 5G

» AP Management
+ AP Group Management

» AP Monitoring / AP
Status

» AP Maintenance

» DHCP server

» SNMP

» POort Management

» Link Aggregation

» VLANS

» Spanning Tree

» Multicast

» QoS

» Access Control List
» Authentication

» Security

» MAC Address Table
» LLDP

» Diagnostics

» POE

» Loop Protection

» RMON

-

Add Radio Profile

Basic Setting

WAPC-1232HP

Configured Current
Radio Profile Description | |2 4GHz Radio Profile | 2 4GHz Radio Profile
Channel 2412MHZ(Channel 1) ~| Auto
Network Mode 11k/g/n mixed mode V| 11b-g-n mixed mode
Operation Mode Mixed V| mixed mode
RDG Disahble » Disable
STBC Disable + Disable
Auto Block Ack Disahle + Disahle
Decline BA Request Disable Disable
HT Disallow TKIP Disable » Disable
Channel Bandwidth | 40 v | 40
Guard Interval Lang V| Long
MCS Auto ¢ | Auto
HT TxStream 2w 2
HT Rx Stream 2% 2
Tx Power 100 || 0
Advanced Setting
Configured Current
BG Protection Mode Auto V| Auto
Beacon Interval (20-1024 ms) 100 100
Data Beacon Rate (DTIM) (1-255) | |1 1
Fragment Threshold (256-2346) | 2346 2346
RTS Threshold {0-2347) 2347 2347
Short Preamble Disahle » Disable
Short Slot Enable |+ Enable
Tx Burst Enable Enahle
Pkt Aggregate Enahle Enahle
WMM Capable Enable Enable
APSD Capable Disable + Disable
DLS Capable Disahle » Disable
Multicast-to-Unicast Enable Enable
IAPP Enable Enahle
TX Beamforming Enahle Enahle

[ Apply ” Reset ]

Figure 4-9 Radio Profile — example of 2.4G radio profile

The page includes the following fields:
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Object

Description

Radio Profile Description

Enter the name of the profile

Channel

The operating frequency of the wireless network. The default is “Auto”.

Network Mode

The network mode of the wireless interface

Operation Mode

Mixed Mode work in 802.11b/g/n mode; Green Field operates only in
802.11n mode and is not compatible with legacy mode (802.11b/g mode).

Default is “Mixed”.

When enabling Reverse Direction Grant, the wireless AP can reduce the
transmitted data packet collision by using the Reverse Direction Protocol.

During TXOP (Transmission Opportunity) period, the receiver could use

RD
© the remaining transmission time to transmit data to a sender. The RDG
improves transmission performance and scalability in a wireless
environment. Default is “Disabled”.
A mechanism that allows a unit with only one antenna to leverage
STBC

multiple antennas on other 802.11n devices to improve performance and

range. Default is “Disabled”.

Auto Block Ack

An aggregation technique which prevents sending Ack in the
communication to reduce the network congestion. If this option is
enabled, the device will try to activate this function when transmitting

massive data. Default is “Disabled”.

Decline BA Request

Enable this option to decline the Block Ack request addressed by the

other devices. Default is “Disabled”.

HT Disallow TKIP

Prevents the use of TKIP data encryption when using 802.11n high

throughput data rates. Default is “Disabled”.

Channel Bandwidth

The channel bandwidth of the 2.4GHz wireless interface.

Default is “40".

Guard Interval

Guard intervals are used to ensure that distinct transmissions do not
interfere with one another. Only effective under Mixed Mode.

Default is “Long”.

MCS

The Modulation and Coding Scheme (MCS) is a value that determines
the modulation, coding and number of spatial channels.

Default is “Auto”.
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HT Tx Stream

HT means High Throughput. The number of HT TxStream means
how many antennas will transmit data simultaneously. (Options: 1 or 2)

Default is “2”.

HT Rx Stream

The number of HT RxStream means how many antennas will
receive data simultaneously. (Option: 1 or 2)

Default is “2”.

Tx Power

You can adjust the wireless transmit power here. By reducing the TX
power, you can reduce the wireless coverage to make it only cover the

area you need. Default is “100".

Advanced Setting

BG Protection Mode

In IEEE802.11b/g mixed environment, IEEE802.11g has priority over
IEEE802.11b on the connection.

Auto: STA will dynamically change to AP announcement.

On: IEEE802.11g is used first on the connection.

Off: In IEEE802.11b/g mixed environment, take slower conditions.

Default is "Auto".

Beacon Interval

(20-1024 ms)

The interval of time that this access point broadcasts a beacon. Beacon

is used to synchronize the wireless network. Default is “100".

Data Beacon Rate (DTIM)
(1-255)

This is the Delivery Traffic Indication Map. It is used to alert the clients
that multicast and broadcast packets buffered at the AP will be
transmitted immediately after the transmission of this beacon frame.

Default is “1”; if not supported, it will display “0".

Fragment Threshold
(256-2346)

You can specify the maximum size of packet during the fragmentation of
data to be transmitted. If you set this value too low, it will result in bad

performance. Default is “2346".

RTS Threshold (0-2347)

When the packet size is smaller than the RTS threshold, the access point
will not use the RTS/CTS mechanism to send this packet.

Default is “2347".

Short Preamble

The “Long Preamble” can provide better wireless LAN compatibility while
the “Short Preamble” can provide better wireless LAN performance.

Default is “Disabled” (Long Preamble).

Short Slot

Calculating the standby time before transmitting data, set up the base
time for the wireless AP. If you enable the Short Slot, it can increase

performance (if you only expect 802.11g traffic). 802.11b is not
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compatible with short slot time. Default is “Enabled”.

A performance enhancement that transmits a number of data packets at

Tx Burst the same time when the feature is supported by compatible clients.

Default is “Enabled”.

A performance enhancement that combines data packets together when
Pkt Aggregate

the feature is supported by compatible clients. Default is “Enabled”
WMM Capable Provide the basic quality on the wireless network complied with IEEE

802.11. Default is “Enabled”.

APSD Capable

APSD function is used for controlling power consumption. APSD enables
the Beacon interval at longer distance until the traffic reaches at the

specified point. Default is “Disabled”.

DLS Capable

Direct Link Setting (DLS) enables all clients’ data to be transmitted
effectively. If DSL is enabled, the wireless LAN router performs
establishing the connection of all the clients at this unit and speeding up

of data transmission. Default is “Disabled”.

Multicast-to-Unicast

Convert Multicast data to Unicast one. Default is “Enabled”.

IAPP

IAPP (Inter-Access Point Protocol) enabled is recommended as it
describes an optional extension to IEEE 802.11 that provides wireless
access-point communications among multi-vendor systems.

Default is “Disabled”.

TX Beamforming

Enabling TX Beamforming focuses the AP’s energy toward a client.

It increases the performance of wireless networks at medium ranges. At
short ranges, the signal power is high enough that the SNR will support
the maximum data rate. At long ranges, beamforming does not offer a
substantial gain over an omnidirectional antenna, and data rates will be

identical to non-beamformed transmissions. Default is “Enabled”.

Apply

Save and apply the settings as a new profile.

Reset

Reset the values to default.

After creating the 2.4GHz radio profile, you will see the profile in the list.

Click “Apply” to save and apply the setting.
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WAPC-1233HP

'_ 2.4GHz Wireless Radio Profile Settings
s STEP 2 I '
+ SSID Profie o
» Radie Profile -
AR ¢

v 2.4G
» 5G

~

» AP Management
» AP Group Management

16 | Delete | Radio Profile Bescription| Metwork Mode | €hannel 10 | Channel Bandwidth | Tx Power ' Date rate | TAPP | WHM Capable | Edit

= 1
» AP Monitoring / AP 1| O | 24GH: Radeo Profle  [1hgnmoedmodel 1 | 20 | 900 | Ao [Disable]  Enatle  |Em
Status .
AR Mpintenonce [ Add Haw 2 2GHz Rasio Profle |
» DHCP server e
» SNMP i

Figure 4-10 2.4G Radio Profile — List

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.

Delete Check this option and click “Apply” to delete the profile.

Radio Profile Description This field displays the description of the profile.

Network Mode This field displays the network mode of the profile.

Channel ID This field displays the channel number of the profile.

Channel Bandwidth This field displays the channel bandwidth of the profile.

Tx Power This field displays the Tx power of the profile.

Data Rate This field displays the data rate of the profile.

IAPP This field displays the IAPP that is enabled or disabled.

WMM Capable This field displays the WMM that is enabled or disabled.

Edit Click “Edit” hyperlink to re-configure the profile.

Add New 2.4GHz Radio Click the “Add New 2.4GHz Radio Profile” button to create a new 2.4G

Profile radio profile.

Aroly In the delete field, check the profile that you want to delete and click
“Apply” to apply the setting.

Reset Click “Reset” to cancel the check box of the delete option back to
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uncheck status.

4.4.2 5G Radio Profile

Go to the “AP Control-> Radio Profile-> 5G” page to create a new 5GHz wireless profile related to wireless

advance parameters.

WAPC-1232HP

B 5GHz Wireless Radio Profile Settings

o V W V V

~ Radio Profile

" "\ & AR

» AP Management
+ AP Group Management

i 1D | Delete | Radio Profile Desc ri;ltinlll Network Mode | Channel ID | Channel Balldwidlhl Tx Power | Date rate | ITARP | VAR M l:n'lpﬂl,ﬂl,‘l Edit I

» AP Monitoring / AP
Status

Il Add Hew 5GHz Radio Profile ]I

¥ DHCP server

Figure 4-11 5G Radio Profile

Example of the 5G Radio Profile:
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WAPC-1232HP

+ Device List

» SSID Profile Add Radio Profile
~ Radio Profile Basic Setting
r 2.46
r 3G Configured | Current
Radio Profile Description | |5GHz Radio Profile | 5GHz Radio Profile
IR ement Channel 149 v Auto
» AP Group Management Hetwork Mode 11a/ac/n mixed mode V| 1a-ac-n mixed mode
Operation Mode Mixed V| mixed mode
RDG Disahle v Disable
» AP Monitoring / AP STBC Disahle + Disable
Status Auto Block Ack Disable |+ Disahle
¢ AP Maintenance Decline BA Request Disable » Disable
p DHCP server HT Disallow TKIP Disahle + Disable
» SNMP Channel Bandwidth g0 V| Gl
» Port Management Guard Interval Long V| Long
» Link Aggregation Mcs Auto V| Alto
» VLANS HT TxStream 2% 2
» Spanning Tree HT Rx Stream 2™ P
» Multicast Tx Power 100 | 0
» QoS
» Access Control List Advanced Setting
p Authentication -
L Configured Current
p Security
» MAC Address Table BG Protection Mode Auto V| Auto
» LLDP Beacon Interval (20-1024 ms) 100 100
» Diagnostics Data Beacon Rate (DTIM) (1-255) | |1 1
» POE Fragment Threshold (256-2346) | 2346 2346
» Loop Protection RTS Threshold (0-2347) 2347 2347
» RMON Short Preamble Disahle » Disable
Short Slot Enable Enable
Tx Burst Enable Enahle
Pkt Aggregate Enable + Enable
m WHMM Capable Enahle Enable
APSD Capable Disable + Disable
DLS Capable Disable Disable
Multicast-to-Unicast Enable Enable
IAPP Enable Enahle
TX Beamforming Enable + Enable
[ Apply ” Reset ]

Figure 4-12 Radio Profile — example of 5G radio profile

The page includes the following fields:
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Object

Description

Radio Profile Description

Enter the name of the profile.

Channel

The operating frequency of the wireless network. The default is “Auto”.

Network Mode

The network mode of the wireless interface

Operation Mode

Mixed Mode work in 802.11b/g/n mode; Green Field operates only in
802.11n mode and will not compatible with legacy mode (802.11b/g
mode).

Default is “Mixed”.

This field only supports in 2.4GHz frequency band.

When enabling Reverse Direction Grant, the wireless AP can reduce the
transmitted data packet collision by using the Reverse Direction Protocol.

During TXOP (Transmission Opportunity) period, the receiver could use

RDG
the remaining transmission time to transmit data to a sender. The RDG
improves transmission performance and scalability in a wireless
environment. Default is “Disabled”.
A mechanism that allows a unit with only one antenna to leverage
STBC

multiple antennas on other 802.11n devices to improve performance and

range. Default is “Disabled”.

Auto Block Ack

An aggregation technique which prevents sending Ack in the
communication to reduce the network congestion. If this option is
enabled, the device will try to activate this function when transmitting

massive data. Default is “Disabled”.

Decline BA Request

Enable this option to decline the Block Ack request addressed by the

other devices. Default is “Disabled”.

HT Disallow TKIP

Prevents the use of TKIP data encryption when using 802.11n high

throughput data rates. Default is “Disabled”.

Channel Bandwidth

The channel bandwidth of the 5GHz wireless interface.

Default is “80".

Guard Interval

Guard intervals are used to ensure that distinct transmissions do not
interfere with one another. Only effective under Mixed Mode.

Default is “Long”.

MCS

The Modulation and Coding Scheme (MCS) is a value that determines
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the modulation, coding and number of spatial channels.

Default is “Auto”.

HT Tx Stream

HT means High Throughput. The humber of HT TxStream means
how many antennas will transmit data simultaneously. (Option: 1 or 2)

Default is “2".

HT Rx Stream

The number of HT RxStream means how many antennas will
receive data simultaneously. (Option: 1 or 2)

Default is “2".

Tx Power

You can adjust the wireless transmit power here. By reducing the TX
power, you can reduce the wireless coverage to make it only cover the

area you need. Default is “100".

Advanced Setting

BG Protection Mode

In IEEE802.11b/g mixed environment, IEEE802.11g has priority over
IEEE802.11b on the connection.

Auto: STA will dynamically change to AP announcement.

On: IEEE802.119 is used first on the connection.

Off: In IEEE8B02.11b/g mixed environment, take slower conditions.
Default is "Auto”.

This field only supports in 2.4GHz frequency band.

Beacon Interval

(20-1024 ms)

The interval of time that this access point broadcasts a beacon. Beacon

is used to synchronize the wireless network. Default is “100".

Data Beacon Rate (DTIM)
(1-255)

This is the Delivery Traffic Indication Map. It is used to alert the clients
that multicast and broadcast packets buffered at the AP will be
transmitted immediately after the transmission of this beacon frame.

Default is “1”; if not supported, it will display “0".

Fragment Threshold
(256-2346)

You can specify the maximum size of packet during the fragmentation of
data to be transmitted. If you set this value too low, it will result in bad

performance. Default is “2346".

RTS Threshold (0-2347)

When the packet size is smaller than the RTS threshold, the access point
will not use the RTS/CTS mechanism to send this packet.

Default is “2347".

Short Preamble

The “Long Preamble” can provide better wireless LAN compatibility while
the “Short Preamble” can provide better wireless LAN performance.

Default is “Disabled” (Long Preamble).
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Calculating the standby time before transmitting data, set up the base

time for the wireless AP. If you enable the Short Slot, it can increase

Short Slot
performance (if you only expect 802.119 traffic). 802.11b is not
compatible with short slot time. Default is “Enabled”.
A performance enhancement that transmits a number of data packets at
Tx Burst the same time when the feature is supported by compatible clients.
Default is “Enabled”.
A performance enhancement that combines data packets together when
Pkt Aggregate P ! P g W
the feature is supported by compatible clients. Default is “Enabled”
WMM Capable Provide the basic quality on the wireless network complied with IEEE

802.11. Default is “Enabled”.

APSD Capable

APSD function is used for controlling power consumption. APSD enables
the Beacon interval at longer distance until the traffic reaches at the

specified point. Default is “Disabled”.

DLS Capable

Direct Link Setting (DLS) enables all clients’ data to be transmitted
effectively. If DSL is enabled, the wireless LAN router performs
establishing the connection of all the clients at this unit and speeding up

of data transmission. Default is “Disabled”.

Multicast-to-Unicast

Convert Multicast data to Unicast one. Default is “Enabled”.

IAPP

IAPP (Inter-Access Point Protocol) enabled is recommended as it
describes an optional extension to IEEE 802.11 that provides wireless
access-point communications among multivendor systems.

Default is “Disabled”.

TX Beamforming

Enable TX Beamforming focuses the AP’s energy toward a client.

It increases the performance of wireless networks at medium ranges. At
short ranges, the signal power is high enough that the SNR will support
the maximum data rate. At long ranges, beamforming does not offer a
substantial gain over an omnidirectional antenna, and data rates will be

identical to non-beamformed transmissions. Default is “Enabled”.

Apply

Save and apply the settings as a new profile.

Reset

Reset the values to default.

After creating the 5GHz radio profile, you will see the profile in the list.

Click “Apply” to save and apply the setting.
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WAPC-1232HP

» System

5GHz Wireless Radio Profile Settings

STEP 2 STEP 3
+ SSID Profile j

» Radio Prodile wr
|

240 X & Ade

» AP Management
¢ AP Group Management

10 | Delete | Radio Profile Description |  Network Mode | Channel 10 | Channel Bandwidth | Tx Power | Date rate | TAPP | WHMM Capable | Edit
| O [ SGHz Radw ProSla |'-1.:r-:|c fn micod 'rofn.-] 1449 | 80 I 100 ] At [I'_‘ s:h!-.-l Enable |E_d_:

¢ AP Monitoring [ AP

Status

| Add Haw 5GHE Radio Prefle |

Shp

Figure 4-13 5G Radio Profile — List

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.

Delete Check this option and click “Apply” to delete the profile.

Radio Profile Description This field displays the description of the profile.

Network Mode This field displays the network mode of the profile.

Channel ID This field displays the channel number of the profile.

Channel Bandwidth This field displays the channel bandwidth of the profile.

Tx Power This field displays the Tx power of the profile.

Data Rate This field displays the data rate of the profile.

IAPP This field displays the IAPP that is enabled or disabled.

WMM Capable This field displays the WMM that is enabled or disabled.

Edit Click “Edit” hyperlink to re-configure the profile.

Add New 5GHz Radio Click “Add New 5GHz Radio Profile” button to create a new 5G radio

Profile profile.

Aroly In the delete field, check the profile that you want to delete and click
“Apply” to apply the setting.

Reset Click “Reset” to cancel the check box of the delete option back to

-26-



User Manual of WAPC-1232HP

uncheck status.

4.5 AP Management

Go to the “AP Control-> AP Management” page to configure the wireless setting for each managed AP.

» System "
+ AP Control Wireless AP Management
+ AP Search
» Device List
+ SSID Profile Query by:
[ Status Cffline |+
L1 AP Model
» AP Group Management Ol MAC Addross
[ AP Group

~ AP Monitoring / AP

Status
» AP Status Summary

WAPC-1232HP

ID

Status

Model Device IP

MAC Address

Device Description

AP Group

Remove

General Setting

2.4GHz Wi-Fi Setting

5GHz Wi-Fi Setting

» SSID Summary 1 . VWOAP-WT200AC(192.168 1.252(a8-f7-20-00-00-01)  Wi-Fi_11ac_AP 0 ] Setting Setting Setting
» Radio Summary 2 . WDAP-C7200AC |192 168 1 253|a8-f7-e0-00-14-6a]  Wi-Fi_11ac_AP 0 O Setting Setting Setting

» AP Real Time Traffic
+ Active Clients
» Rogue AP List

Auto-refresh O

Please click "Refresh" to query or update the current list.
Please click "Apply"” to save and apply the setting; the setting will take effect after about 60 seconds.

» AP Maintenance
» DHCP server
» SNMP

Figure 4-14 AP Management — AP List

The page includes the following fields:

Object Description

Use one and multiple filtering rules to query the AP and click “Refresh” to
execute the query.

Status: Check this option and filter the AP list by the AP status online or
offline.

Query by AP Model: Check this option and filter the AP list by the AP Model that user
specifies.

MAC Address: Check this option and filter the AP list by the MAC address
that user specifies.

AP Group: check this option and filter the AP list by the group that user

specifies.

This field represents the numerical order of device.

)
<
-

Online: the AP is online
Status Offline: the AP is offline

Wireless Disable: the 2.4G & 5G wireless signals are both disabled
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Model The model name of the AP
Device IP The IP address of the AP
MAC Address The MAC address of the AP

Device Description

The device description of the AP
This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

AP Group

If the AP has been added to a group, the “General Setting”, “2.4GHz Wi-Fi
Setting” and “5GHz Wi-Fi Setting” will be disabled; user must go to the AP

Group Management page to configure this through its group.

Remove

Check this option and click “Apply” to remove the AP from the list.

General Setting

Click the “Setting” hyperlink to edit and apply the new general setting

including the AP description and TCP/IP setting.

2.4GHz Wi-Fi Setting

Click the “Setting” hyperlink to apply the 2.4GHz SSID and Radio profiles to
the AP.

5GHz Wi-Fi Setting

Click the “Setting” hyperlink to apply the 5GHz SSID and Radio profiles to
the AP.

Auto-refresh

Check this option to let the system refresh the AP list every 15 seconds

automatically.

Refresh Click "Refresh" to query or update the current list.

Aroly Click "Apply" to save and apply the setting; the setting will take effect after
about 60 seconds.

Reset Click “Reset” to cancel the check box of the remove option back to uncheck

status.

4.5.1 General Setting

Click the “Setting” hyperlink under the “General Setting” field to enter the sub-menu of AP Management.

On this page, you can edit and apply the new general setting including the AP description and TCP/IP setting.
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AP General Configuration ID2

AP Information

AP Iodel WDAP-CT200AC

AP Mac ad-f7-e0-00-14-6a
AP description | VVi-Fi_11ac_APF

System Uptime day:0 time:0:20:3

AP LAN Setting

Configured Current
DHCP Mode DHCP Client + DHCP client
Device IP 192 168.1.253
Device Mask 255 255 2550
Device Gateway 192 168.1.254
DHS Server 0.0.0.0 0.0.0.0
NTP Server 0000 0.000
UPMP Enable Enahle Enahle
[ Apply H Reset ]

Figure 4-15 AP Management - General Setting

The page includes the following fields:

Object Description

AP Information

AP Model The model name of the AP

AP MAC The MAC address of the AP

AE Beserien The device description of the AP

This field length is limited to 32 characters.

System Uptime The system bootup time

AP LAN Setting

)
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This field is used to enable or disable DHCP Server of the AP.
Static: Choose this option to configure the static IP address for the AP.

DHCP Client: Choose this option to obtain the IP address from the DHCP

DHCP Mode
Server for the AP.
DHCP Server: Choose this option to assign the IP address to the wireless
clients for the AP.
. This field is used to set the IP address of the AP when the DHCP Mode is
Device IP
changed to “Static”.
. This field is used to set the net mask of the AP when the DHCP Mode is
Device Mask

changed to “Static”.

Device Gateway

This field is used to set the Gateway IP address of the AP when the DHCP

Mode is changed to “Static”.

DNS Server This field is used to set the DNS Server of the AP.

NTP Server This field is used to set the NTP Server of the AP.

UPNP Enable This field is used to enable or disable UPNP option of the AP.
Apply Click "Apply" to save and apply the setting.

Reset

Click “Reset” to erase all settings to default values.

4.5.2 2.4GHz Wi-Fi Setting

Click the “Setting” hyperlink under the “2.4GHz Wi-Fi Setting” field to enter the sub-menu of AP Management.

On this page, you can designate the AP to use the specific 2.4GHz SSID and Radio profiles.
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AP 2.4GHz Wireless Settings ID2

AP Information

AP Model  [WDAP-CTZ00AC

AP Mac ad-f7-e0-00-14-Ga
AP description | VWi-Fi_11ac_AF
AP IP Address | 192 1653.1.253

2.4GHz SSID Configuration

SSID Mo.| SSID Profile
551D 1 24G 55D |»
SSID 2 Disahle W
S5ID 3 Disahle v
SSID 4 Disahle W
S5ID 5 Dizahle w

2.4GHz Radio Configuration

2.4GHz Radio Profile List
Radio Profile | | 2 4GHz Radio Profile »

[ Apply H Reset ]

Figure 4-16 AP Management — 2.4G Wi-Fi Setting

The page includes the following fields:

AP Model The model name of the AP
AP MAC The MAC address of the AP

AP Beserlsilan The device description of the AP. To edit this field, please go to the “General

Setting” page.

AP IP Address This IP address of the AP
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2.4GHz SSID Configuration

ssID 1 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-1. To create new SSID profile, please go to the SSID Profile page.
SSID 2 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-2. To create new SSID profile, please go to the SSID Profile page.
SSID 3 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-3. To create new SSID profile, please go to the SSID Profile page.
SSID 4 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-4. To create new SSID profile, please go to the SSID Profile page.
SSID5 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-5. To create new SSID profile, please go to the SSID Profile page.

2.4GHz Radio Configuration

This field is used to designate the 2.4GHz Radio Profile to the AP’s 2.4GHz
Radio Profile advanced setting. To create new 2.4GHz radio profile, please go to the

“Radio Profile-> 2.4G” page.

Apply Click "Apply" to save and apply the setting.

Reset Click “Reset” to erase all settings to default values.

4.5.3 5GHz Wi-Fi Setting

Click the “Setting” hyperlink under the “5GHz Wi-Fi Setting” field to enter the sub-menu of AP Management.
On this page, you can designate the AP to use the specific 5GHz SSID and Radio profiles.
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AP 5GHz Wireless Settings ID2

AP Information

AP Model |WDAP-CT200AC

AP Mac ai3-f7-e0-00-14-Ga
AP description | VWi-Fi_11ac_AF
AP IP Address | 192 168.1.253

5GHz SSID Configuration

SSID No.| SSID Profile
S5ID 1 5G 35101+
551D 2 Disable
SSID 3 Disahle
S5ID 4 Disable
SSID & Disahle

L3 B4 B4 K

5GHz Radio Configuration

5GHz Radio Profile List
Radio Profile | | 5GHz Radio Profile

[ Apply H Feset ]

Figure 4-17 AP Management — 5G Wi-Fi Setting

The page includes the following fields:

Object Description

AP Information

AP Model The model name of the AP

AP MAC The MAC address of the AP

AP Beserlsilan The device description of the AP. To edit this field, please go to the “General

Setting” page.

AP IP Address This IP address of the AP
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5GHz SSID Configuration

ssID 1 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-1. To create new SSID profile, please go to the SSID Profile page.
SSID 2 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-2. To create new SSID profile, please go to the SSID Profile page.
SSID 3 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-3. To create new SSID profile, please go to the SSID Profile page.
SSID 4 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-4. To create new SSID profile, please go to the SSID Profile page.
SSID5 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-5. To create new SSID profile, please go to the SSID Profile page.

5GHz Radio Configuration

This field is used to designate the 5GHz Radio Profile to the AP’s 5GHz
Radio Profile advanced setting. To create new 5GHz radio profile, please go to the “Radio

Profile-> 5G” page.

Apply Click "Apply" to save and apply the setting.

Reset Click “Reset” to erase all settings to default values.

4.6 AP Group Management

Go to the “AP Control-> AP Group Management” page to create a new AP group and then configure the wireless

setting by group. Click “Add Group Profile” to add the new AP group.

WAPC-1232HP

» System

~ AP Control
» AP Search
» Device List

» SSID Profile Add Group Profile

Wireless AP Group Management

|ID | Enable | Group Name | Group Description| Delete | AP Member Setting | 2.4GHz Wi-Fi Setting | 5GHz Wi-Fi Setting

» Radio Profile

» AP Management

» AP Group Management

Figure 4-18 AP Group Management

-34-



User Manual of WAPC-1232HP

AP Group Setting

Configured ‘ Current

AP Group Mame

AP Group Description

AP Model Name WDAP-CT200AC w

AP Group Member Setting

Current AP Group Menbers | | Available Managed APs

WDAP-CT200AC(a8-f7-e0-00-14-6a)

[ Apply H Reset ]

Figure 4-19 AP Group Management - add a new AP group

The page includes the following fields:

Object

AP Group Setting

AP Group Name

Description

The AP group name

The field length is limited to 16 characters.

AP Group Description

The description of the AP group

The field length is limited to 16 characters.

AP Model Name

The model name of the AP
Only the same model of the AP can be created as a group to prevent any

wireless parameters from inconsistency caused by the provisioning failure.

AP Group Member Setting

Current AP Group

Members

This section displays the members in this AP group.

Available Managed APs

This section displays the APs conforming to user selected model, and is

available for grouping.

Remove >>

Highlight the current AP and click “Remove >>" to remove it from the group.
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<< Add Highlight the available AP and click “<< Add” to add it to the group.
Apply Click “Apply” to save and apply the settings.
Reset Click “Reset” to erase all settings.
Wireless AP Group Management
ID | Enable | Group Name | Group Description | Delete | AP Member Setting | 2.4GHz Wi-Fi Setting | 5GHz Wi-Fi Setting
| Group? CT200AC Group F Edit Setting Setting
2 ] Group2 WT200AC Group ] Edit Setting Setting

[ Add Group Profile ]

Figure 4-20 AP Group Management — group list

The page includes the following fields:

Object Description

ID

This field represents the numerical order of device.

Enable

Check the group that you want to upload the new setting and click “Apply”

to take effect.

Group Name

This field displays the group name.

Group Description

This field displays the group description.

Delete

Check the group that you want to delete and click “Apply” to delete the

group.

AP Member Setting

Click “Edit” to edit the group.

2.4GHz Wi-Fi Setting

Click the “Setting” hyperlink to apply the 2.4GHz SSID and Radio profiles
to the AP group.

5GHz Wi-Fi Setting

Click the “Setting” hyperlink to apply the 5GHz SSID and Radio profiles to
the AP group.

Apply

Click the “Apply” button to let the following behaviors take effect.
1. In the Enable field, check the group that you want to upload the new
setting and click “Apply” to take effect.

2. In the Delete field, check the group that you want to delete and click
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“Apply” to delete the group.

Reset Click “Reset” to cancel any check box back to uncheck status.

4.6.1 2.4GHz Wi-Fi Setting

Click the “Setting” hyperlink under the “2.4GHz Wi-Fi Setting” field to enter the sub-menu of AP Group

Management. On this page, you can designate the AP group to use the specific 2.4GHz SSID and Radio profiles.

AP 2.4GHz Wireless ID1Settings

AP Group Information

AP Group Name Group1
AP Group Description |C7200AC Group

2.4GHz SSID Configuration

SSID Mo.| SSID Profile
551D 1 240G 535101 »
S5ID 2 Disahle v
551D 3 Disable v
S5ID 4 Disahle v
551D 5 Disable v

2.4GHz Radio Configuration

2.4GHz Radio Profile List
Radio Profile | | 2. 4GHz Radio Profile »

[ Apply H Reset ]

Figure 4-21 AP Group Management — 2.4G Wi-Fi Setting

The page includes the following fields:

Object Description

AP Information

The AP group name

AP Group Name
To edit this field, please go back to the “AP Member Setting” page.

AE e BRsEr e The description of the AP group.

To edit this field, please go back to the “AP Member Setting” page.
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2.4GHz SSID Configuration

ssID 1 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-1. To create new SSID profile, please go to the SSID Profile page.
SSID 2 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-2. To create new SSID profile, please go to the SSID Profile page.
SSID 3 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-3. To create new SSID profile, please go to the SSID Profile page.
SSID 4 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-4. To create new SSID profile, please go to the SSID Profile page.
SSID5 This field is used to designate the 2.4GHz SSID Profile to the AP’s 2.4GHz
SSID-5. To create new SSID profile, please go to the SSID Profile page.

2.4GHz Radio Configuration

This field is used to designate the 2.4GHz Radio Profile to the AP’s 2.4GHz
Radio Profile advanced setting. To create new 2.4GHz radio profile, please go to “Radio

Profile-> 2.4G” page.

Apply Click "Apply" to save and apply the setting.

Reset Click “Reset” to erase all settings to default values.

4.6.2 5GHz Wi-Fi Setting

Click the “Setting” hyperlink under the “5GHz Wi-Fi Setting” field to enter the sub-menu of AP Group Management.
On this page, you can designate the AP group to use the specific 5GHz SSID and Radio profiles.
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AP 5GHz Wireless ID1Settings

AP Group Information

AP Group Hame Group
AP Group Description |C7200AC Group

5GHz S5ID Configuration

S5ID No.| SSID Profile
SSID 1 G 55ID1  w
SSID 2 Disahle
SSID 3 Disahle
SSID 4 Disahle
SSID 5 Disahle

L0 €)%

5GHz Radic Configuration

5GHz Radio Profile List
Radio Profile | | 5GHz Radio Profile s

[ Apply H Reset ]

Figure 4-22 AP Group Management — 5G Wi-Fi Setting

The page includes the following fields:

Object

AP Information

AP Group Name

Description

The AP group name
To edit this field, please go back to the “AP Member Setting” page.

AP Group Description

5GHz SSID Configuration

The description of the AP group
To edit this field, please go back to the “AP Member Setting” page.

This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz

=S SSID-1. To create new SSID profile, please go to the SSID Profile page.

SSID 2 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-2. To create new SSID profile, please go to the SSID Profile page.

SSID 3 This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz

SSID-3. To create new SSID profile, please go to the SSID Profile page.
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SSID 4

This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-4. To create new SSID profile, please go to the SSID Profile page.

SSID 5

This field is used to designate the 5GHz SSID Profile to the AP’s 5GHz
SSID-5. To create new SSID profile, please go to the SSID Profile page.

5GHz Radio Configuration

This field is used to designate the 5GHz Radio Profile to the AP’s 5GHz

Radio Profile advanced setting. To create new 5GHz radio profile, please go to the “Radio
Profile-> 5G” page.

Apply Click "Apply" to save and apply the setting.

Reset

Click “Reset” to erase all settings to default values.
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Chapter 5. AP Monitoring/AP Status

In the AP Monitoring section, there are six sub menus which make you able to observe the current status of single or
multiple APs at once.

~ AF Monitoring / AF
LI &y
Immary

Limimary

Figure 5-1 Menu — AP Monitoring/AP Status

5.1 AP Status Summary
Go to “AP Monitoring/AP Status-> AP Status Summary” to check the status of the managed APs in the Device

List.
AP Status Summary
Query by:
L] Status Offline v/
[] AP Model
[] AP MAC Address
[ 1 AP IP Address
SsID Profile | Radio Profile
ID | Status | MAC Address Model Device Description| Device IP | Firmware Version | AP Group Up Time
2.4GHz | 5GHz | 2.4GHz | 5GHz
1 . ag-f7-e0-00-00-01|WDAP-WT200AC|  Wi-Fi_1ac_AP  (192.168.1.252( 1.3465ch150825 2 day:0 time:5:37:43
2 . ag-f7-e0-00-14-6a| WDAP-CT200AC|  Wi-Fi_11ac_AP  (192.168.1.253 1.3465ch150824 1 day:0 time:5:49:51
Auto-refresh [

Figure 5-2 AP Monitoring/AP Status — AP Status Summary

The page includes the following fields:

Object Description

Use one and multiple filtering rules to query the AP and click “Refresh” to

Query by

execute the query.
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Status: Check this option and filter the AP list by the AP status online or
offline.

AP Model: Check this option and filter the AP list by the AP Model that user
specifies.

AP MAC Address: Check this option and filter the AP list by the MAC
address that user specifies.

AP IP Address: Check this option and filter the AP list by the IP address

that user specifies.

ID This field represents the numerical order of device.
. Online: the AP is online
Status @ oiiiine: the AP s offiine
Q Wireless Disable: the 2.4G & 5G wireless signals are both disabled
MAC Address The MAC address of the AP
Model The model name of the AP

Device Description

The device description of the AP
This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

Device IP

The IP address of the AP

Firmware Version

The current firmware version of the AP.

AP Group The AP group number of the AP
2.4GHz: display the current 2.4G SSID profile that has been applied to this
SSID Profile AP.
5GHz: display the current 5G SSID profile that has been applied to this AP.
% If no profile has been applied to the AP, it will not display any value.
2.4GHz: display the current 2.4G Radio profile that has been applied to this
Radio Profile AP

5GHz: display the current 5G Radio profile that has been applied to this AP.

% If no profile has been applied to the AP, it will not display any value.

Auto-refresh

Check this option to let the system refresh the AP list every 15 seconds

automatically.

Refresh

Click "Refresh" to query or update the current list.
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5.2 SSID Summary
Go to “AP Monitoring/AP Status-> SSID Summary” to check each SSID configuration status of the managed APs

in the Device List.

S8ID Summary

Query by:
[] AP Model
[] AP MAC Address
[ ]ssIiD
] Band 11b only v
AP MAC Device Channel - Associated SSID
1 Address AP Model Description Band =0 Number [ETERIIETT HSSIE Clients Broadcast
a8-f7-e0-00-00- WDAP- - 11b-g-n mixed | Planet AP . a8-f7-0-00-00
1 01 WT200AC Wi-Fi_11ac_AP mode 240 1 Disabled 03 0 Enable
af-f7-e0-00-00- WDAP- P 11a-ac-n mixed | Planst AP . ad-f7-e0-00-00
2 01 WT200AC Wi-Fi_11ac_AP mods 50 36 Disabled 102 0 Enable
ad-fr-e0-00-14- WDAP- U 11b-g-n mixed |, ,~ . ag-fr-e0-00-14
3 6a CT200AC Wi-Fi_11ac_AP mods 2.4G 55101 1 WhPAZ e 0 Enable
ad-fr-e0-00-14- WDAP- P 11a-ac-n mixed : ag-f7-e0-00-14
4 63 CT200AC Wi-Fi_11ac_AP mode 48 Disabled b 0 Enable

Auto-refresh [

Figure 5-3 AP Monitoring/AP Status — SSID Summary

The page includes the following fields:

Object Description

Use one and multiple filtering rules to query the AP and click “Refresh” to
execute the query.

AP Model: Check this option and filter the AP list by the AP model that user
specifies.

Query by AP MAC Address: Check this option and filter the AP list by the MAC
address that user specifies.

SSID: Check this option and filter the AP list by the SSID name that user
specifies.

Band: Check this option and filter the AP list by the frequency band that

user specifies.

1D This field represents the numerical order of device.

AP MAC Address The MAC address of the AP

AP Model The model name of the AP

: . The device description of the AP
Device Description

This field can be modified through the “Setting” hyperlink under the sub-item
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“General Setting”.

Band

The frequency band of the AP

SSID

The SSID name of the AP

Channel Number

The channel number of the AP

Encryption

The encryption of the AP

BSSID

The basic service set identification (BSSID) of this VAP.

Associated Clients

The client number associated to this VAP.

SSID Broadcast

Displays the SSID Broadcast option that is enabled or disabled in this VAP.

Auto-refresh

automatically.

Check this option to let the system refresh the AP list every 15 seconds

Refresh

Click "Refresh" to query or update the current list.

5.3 Radio Summary

Go to “AP Monitoring / AP Status-> Radio Summary” to check each Radio configuration status of the managed

APs in the Device List.

Please click "Refresh” to query or update the current list.

Please click "Apply"” to save and apply the setting; the setting will take effect after about 60 seconds.

Radio Summary
Query by:
L1 AP Model
L1 AP MAC Address
[1 Frequency Band 24G
[ Radio profile
D wifi AP MAC AP Model Device Frequency Radio Profile Metwork Channel Channel = Data IAPP WMM
Enable Address Description Band Description mode Number Bandwidth Power | Rate Capable
<Al |»
ag-f7-e0-00- WDAP- - m 11b-g-n mixed )
1 ||Enable 00-01 WT200AC Wi-Fi_11ac_AP 24G mode 1" 40 100 Auto  |Enable| Enable
ag-fr-e0-00- WDAP- R 11a-acn .
2 ||Enable + 00-01 WT200AC Wi-Fi_11ac_AP 5G mixed mode 36 80 100 Auto  |Disable| Enable
ag-fr-e0-00- WDAP- - m 11b-g-n mixed ) .
3 ||Enable + 1463 CT200AC Wi-Fi_11ac_AP 24G mode 1 40 100 Auto  |Disable| Enable
ad-fr-e0-00- WDAP- R 11a-acn
4 [|Enable 1463 CT200AC Wi-Fi_11ac_AP 5G o iy 43 20 100 Auto |Enable| Enable
Auta-refresh [

Figure 5-4 AP Monitoring/AP Status — Radio Summary

The page includes the following fields:
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Object Description

Query by

Use one and multiple filtering rules to query the AP and click “Refresh” to
execute the query.

AP Model: Check this option and filter the AP list by the AP model that user
specifies.

AP MAC Address: Check this option and filter the AP list by the MAC
address that user specifies.

Frequency Band: Check this option and filter the AP list by the frequency
band that user specifies.

Radio Profile: Check this option and filter the AP list by the radio profile

name that user specifies.

ID

This field represents the numerical order of device.

AP MAC Address

The MAC address of the AP

AP Model

The model name of the AP

Device Description

The device description of the AP
This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

Frequency Band

The frequency band of the AP

Radio Profile

Description

The radio profile description of the AP

Network Mode

The network mode of the AP

Channel Number

The channel number of the AP

Channel Bandwidth

The channel bandwidth of the AP

Tx Power The Tx Power of the AP
Data Rate The data rate of the AP
IAPP The current IAPP status of the AP
WMM Capable The current WMM status of the AP

Auto-refresh

Check this option to let the system refresh the AP list every 15 seconds

automatically.

Refresh

Click "Refresh" to query or update the current list.
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Apply Click "Apply" to save and apply the setting.

Reset Click “Reset” to erase all settings to default values.

5.4 AP Real Time Traffic
Go to “AP Monitoring/AP Status-> AP Real Time Traffic” to check real-time traffic of the managed APs including

the LAN and wireless physical interfaces.

AP Real Time Traffic

Query hy:
L] AP Model
L] AP MAC Address
L] Frequency Band 24G
[ ] 55ID

AP Wireless Traffic Statistics

ID | AP MAC Address AP Model Device Description | Frequency band SSID Send Packets | Received Packets
1 | a8-f7-e0-00-00-03 |WDAP-WT7200AC|  Wi-Fi_1lac_AP 246G Planet AP 2 4G 41160 65283

2 | ad-f7-e0-00-00-02 \WDAP-WT200AC| Wi-Fi_11ac_AP 5G Planst AP 5G 3627 40078

3 | a847-e0-00-14-6c |WDAP-CT200AC|  Wi-Fi_11ac_AP 246G 2 4G 58ID-1 5541 65169

4 | ad-f7-e0-00-14-6b |WDAP-CT200AC| Wi-Fi_11ac_AP 5G A27 5ar

AP LAN Traffic Statistics

ID | AP MAC Address AP Model Device Description | Send Packets | Received Packets
1 | a8-f7-e0-00-00-01 |WDAP-W7200AC| Wi-Fi_11ac_AP 2444 2421
2 | ad{f7-e0-00-14-6a |WDAP-C7200AC| Wi-Fi_11ac_AP T256 8299

Auto-refresh [

Figure 5-5 AP Monitoring/AP Status — AP Real Time Traffic

The page includes the following fields:

Object

Description

AP Wireless Traffic Statistics

Query by

specifies.

execute the query.

address that user specifies.

Use one and multiple filtering rules to query the AP and click “Refresh” to

AP Model: Check this option and filter the AP list by the AP Model that user

AP MAC Address: Check this option and filter the AP list by the MAC

Frequency Band: Check this option and filter the AP list by the frequency

-46-




User Manual of WAPC-1232HP

band that user specifies.

SSID: Check this option and filter the AP list by the SSID name that user

specifies.
ID This field represents the numerical order of device.
AP MAC Address The MAC address of the wireless interface
AP Model The model name of the AP

The device description of the AP
Device Description This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

Frequency Band The frequency band of the AP

SSID The SSID name of the AP

Sent Packets The packets sent by this interface
Received Packets The packets received by this interface
AP MAC Address The MAC address of the LAN interface
AP Model The model name of the AP

The device description of the AP
Device Description This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

Sent Packets The packets sent by this interface.

Received Packets The packets received by this interface.

Auto-refresh Check this option to let the system refresh the AP list every 15 seconds

automatically.

Refresh Click "Refresh" to query or update the current list.

5.5 Active Clients

Go to “AP Monitoring/AP Status-> Active Clients” to check current associated clients of the managed APs.
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Active Clients
Query by:

[1 AP Model

[] Client MAC Address
[] ssip

[] AP MAC Address

MAC AP AP MAC Tx Rx 14 Expired Time
ID Address Description Address AP Model S5ID Mode packet packet Rate RSSI (s)
Wi N ———
1 | 00-30-4f-a8-- Wi-Fi_11ac_AP | a8-7-e0-00-00-01 |  WDAP Planet AP | 11a-ac-n mixed 35 103 300 | 48 300
- - WT200AC 5G made

Auto-refresh [

Figure 5-6 AP Monitoring/AP Status — Active Clients

The page includes the following fields:

Object Description

Use one and multiple filtering rules to query the AP and click “Refresh” to
execute the query.

AP Model: Check this option and filter the AP list by the AP model that user

specifies.

Query by Client MAC Address: Check this option and filter the list by the Client MAC
address that user specifies.
SSID: Check this option and filter the list by the SSID name that user
specifies.
AP MAC Address: Check this option and filter the list by the AP MAC
address that user specifies.

1D This field represents the numerical order of device.

MAC Address The MAC address of the wireless interface

AP Description

The device description of the AP
This field can be modified through the “Setting” hyperlink under the sub-item

“General Setting”.

AP MAC Address

The MAC address of the AP

AP Model The model name of the AP

SSID The SSID name of the wireless interface
Mode The frequency band of the wireless interface
Tx Packet

The packets sent to this client.
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Rx Packet The packets received by this client.
Tx Rate The transmit rate of this client.
RSSI

The RSSI value (signal strength) received by this client.

Expiry Time (s)

The Expiry Time of the client.

Auto-refresh

automatically.

Check this option to let the system refresh the AP list every 15 seconds

Refresh

Click "Refresh" to query or update the current list.

5.6 Rogue AP List

Go to “AP Monitoring/AP Status-> Rogue AP List-> 2.4G” to check current 2.4GHz rogue APs in the environment.
Go to “AP Monitoring/AP Status-> Rogue AP List-> 5G” to check current 5GHz rogue APs in the environment.

Rogue AP List 2.4G
ID SsID Channel Band BSSID Encryption
1 245G 55101 1 11b-g-n mixed mode|a8-f7-e0-00-14-6¢c | WPAZ-PSK
2 vdsltesting B 11b-g mixed mode |00-e0-4c-a1-96-c1| WPAZ-PSK
3 11111111 B 11h-g-n mixed mode|00-50-18-60-91-33| WPAZ-FPSK
4 1MMF_Demo_Room 11 11b-g mixed mode [00-30-4f-12-34-56 | WPAZ-PSK
5 [11F_Demo Room 1 11b-g-n mixed mode|00-30-4f-b3-47-c6 | WPAZ-PSK
6 Moted b 11b-g-n mixed mode|c0-bd-d1-57-73-41| WPAZ-PSK
7 DrayTek-10F 1 11b-g-n mixed mode|00-1d-aa-29-92-958| WRPA-PSK
a dlink 11 11b-g mixed mode |84-c9-b2-09-1d-5e WEF
9 DSL-6740C 1 11b-g-n mixed mode|d8-fe-e3-5d-01-65 | WRPAZ-PSK
10 | TIMOTION-Guest B 11b-g-n mixed mode| 0e-156-d6-2f-10-d9 no

Auto-refrash [

The page includes the following fields:

Object Description

Figure 5-7 AP Monitoring/AP Status — Rogue AP List

ID This field represents the numerical order of device.
SSID The SSID name of the rouge AP

Channel The channel of the rouge AP

Band

The frequency band of the rouge AP
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BSSID The BSSID of the rouge AP

Encryption The encryption of the rouge AP

Auto-refresh Check this option to let the system refresh the AP list every 15 seconds

automatically.

Refresh Click "Refresh" to query or update the current list.
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Chapter 6. AP Maintenance

In the AP Maintenance section, there are five sub menus which make you able to upload the new firmware, reboot,
load factory default and locate the position of single or multiple APs at once.
> Maintenance
» TFTF
de

e Upgrade

Figure 6-1 Menu — AP Maintenance

6.1 TFTP setting

Go to “AP Maintenance-> TFTP setting” to configure TFTP server for firmware upgrade.

TFTP Setting

Configured Current

File Name: Browse...
Server IP: | 0.0.0.0

Save

Figure 6-2 AP Maintenance - TFTP setting

The page includes the following fields:

Object Description

File Name The file name of the AP’s firmware.
Server IP The IP address of the TFTP Server.
Click “Browse...” to specify the firmware file.
Browse...
% The firmware file must exist in the directory that TFTP server configured.
This field shows the current firmware file name and the TFTP server’s IP
Current
address.
Save Click "Save" to save the setting.
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Example of TFTP Setting and Firmware Upgrade
¢ In this example, we use TFTPD32 free TFTP tool.

Step 1.  Copy firmware file to the directory of the TFTP tool.

=N CR =
@Uv| , v Computer » Local Disk (D:) » Tftpd32 - | ¢f|| Search Tftp... 2 |
Organize = Open Burn Mew folder =~ [ I@I
3 Documents 0 Marme Date mccﬁfiecl Type Size
@' Musi ;
J p_”s'c Fp Tepd32.exe 5/23/20148:09 PM  Application 188 KB
k= Pictures
j e I | 2] C7200AC-1.3465cb150825.bin 9/3/2015 9:21 AM BIN File 2,946 KB I
an edia Server
?E Vid [ 3] W7200AC-1.3465cb150825.bin  9/3/2015 3:21 AM BIN File 2,947 KB
ideos
1M Computer r
Hl Local Disk (C)
o Local Disk (D) B
!:f_) DVD BW Drive (E:) Guide
) Tftpd32.exe Date modified: 5/23/2014 8:09 PM Date created: 9/3/2015 9:27 AM
T |'—. Application Size: 188 KB

Figure 6-3 TFTP Server Setting — copy firmware to the server

Step 2. Execute the TFTP server (Tfpd32.exe) in the local PC and locate the current directory to the folder of

firmware file. Then, configure the local PC’s IP address (IP address of the TFTP server).
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I o

& Tftpd32 by Ph. Jounin Lo =]
Current Direchary |D:"-.Tft|:u:|32 hd Browze |
Server interfaces |192_1 £3.1.88 hd Show Dir |

Titp Server | Titp Client | DHCP zerver | Syzlog server | Log viewer |
pEET file: gtart time | prodress bytes tokal | timeo...
About | Settings Help

Figure 6-4 TFTP Server Setting — set directory and IP

Step 3. In the AP Controller, go to the “AP Maintenance-> TFTP setting” page. Click “Browse...” to locate the

firmware file that is already existed in the TFTP server’s directory. Then, enter the IP address of the TFTP

server.
TFTP Setting
Configured Current
File Name: | D:\Tfipd32\C7200AC-1.3465cb1508 Browse...
Server IP: | [192.168.1.88 | 0.0.0.0

Figure 6-5 TFTP Server Setting — locate firmware and configure TFTP server IP

Step 4.  Click “Save” to finish the TFTP Setting.

TFTP Setting
Configured Current
File Name: Browse. .. CT7200AC-1.3465cb150825 bin
Server IP: | 192.165.1.88
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Figure 6-6 TFTP Server Setting — finish

Step 5. Go to “AP Maintenance-> Firmware Upgrade” to configure the firmware upgrade of the managed AP.

Select the AP and click “Apply” to upgrade the firmware.

AP upgrade firmware

ID Model Device IP | MAC Address | Device Description | Firmware Version Percentage| Progress | Status] Upgrade Firmware
* 1

1 |WDAP-WT200AC| 192 168 1 151 |a8-ﬁ'—eﬂ—DD—DU—D1 Wi-Fi_11ac_AP 1.3465cb150825 0% O

2 |WDAP-CT7200AC|192 168 1.152 |a8-ﬂ"—e[]—[]D—14—Ea Wi-Fi_11ac_AP 1.3465cb150824 0% 1

Auto-refresh []

Figure 6-7 Firmware Upgrade — select the AP

Step 6. Now, the upgrade procedure is beginning and you can observe the upgrade status through the

percentage and status fields.

AP upgrade firmware

D Model Device IP | MAC Address |Devi|:e Description | Firmware Version | Percentage | Progress| Status |Upgrade Firmware
: ]
1 |WDAP-WT200AC|192.168.1.151|a8-f7-e0-00-00-01)  Wi-Fi_11ac_AP 1.3465ch150825 0% |
2 |WDAP-CT200AC (192 168 .1.152|a8-f7-e0-00-14-6a|  Wi-Fi_11ac_AP 1.3465ch150824 46% |EEEE | |Rebooting. i
Auto-refresh

The uploaded firmware image is being transferred to flash.
The system will restart after the update.
Until then, do not reset or power off the AP!

Figure 6-8 Firmware Upgrade — start to upgrade

6.2 Firmware Upgrade

Go to “AP Maintenance-> Firmware Upgrade” to configure the firmware upgrade of the managed AP in the list.

Check the “Upgrade Firmware” option to select the AP to upgrade the new firmware and then click “Apply” to start

firmware upgrade procedure.
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AP upgrade firmware

ID Model Device IP | MAC Address | Device Description | Firmware Version Percentage| Progress | Status | Upgrade Firmware
* 1

1 |WDAP-WT200AC| 192 168 1 151 |a8-ﬁ'—eﬂ—DD—DU—D1 Wi-Fi_11ac_AP 1.3465cb150825 0% O

2 |WDAP-CT7200AC|192 168 1.152 |a8-ﬁ'—eD—DD—14—ESa Wi-Fi_11ac_AP 1.3465cb150824 0% Il

Auto-refresh []

Figure 6-9 AP Maintenance — Firmware Upgrade

The page includes the following fields:

Object Description

ID This field represents the numerical order of device.

Model The model name of the AP
The IP address of the AP

Device IP On the Device List page, the IP address is a hyperlink which enables the
user to link to the AP’s Web configuration page directly.

MAC Address The MAC address of the AP

Device Description

The device description of the AP

Firmware Version

The current firmware version of the AP

Percentage This field displays the percentage of upgrade progress.
This field indicates the progress of upgrade procedure.
Progress [EmEE | | This icon indicates the upgrade is in progress.
Q This icon indicates the upgrade is successful.
ﬁl This icon indicates the upgrade failed.
Status

This field indicates the status of upgrade procedure.

Upgrade Firmware

Check this option to select the device for firmware upgrade.

Auto Refresh

Check this option to let the system automatically refresh the list every 15

seconds.
Refresh Click this button to refresh the list manually.
Apply Click this button to apply the settings and start to upgrade firmware.
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Reset Click “Reset” to erase all settings to default values.

For the example of firmware upgrade, please refer to the “Example of TETP Setting and Firmware Upgrade”

6.3 Group Firmware Upgrade
Go to “AP Maintenance-> Group Firmware Upgrade” to configure the firmware upgrade for the AP group.

Select the group from the drop-down list and click “Apply” to start firmware upgrade procedure for the selected

group.
AP upgrade firmware
|Gruup | 2 |+ |
1D Model Device IP | MAC Address | Device Description | Firmware Version | Percentage | Progress | Status
1 [WDAP-WT200AC|192 1681 151|a8-f7-20-00-00-01|  Wi-Fi_11ac_AP 1.3465ch 150825 0%

Auto-refresh [

Figure 6-10 AP Maintenance — Group Firmware Upgrade

The page includes the following fields:

Object Description

1D This field represents the numerical order of device.

Model The model name of the AP

The IP address of the AP
Device IP On the Device List page, the IP address is a hyperlink which enables the

user to link to the AP’s Web configuration page directly.

MAC Address The MAC address of the AP

Device Description The device description of the AP

Firmware Version The current firmware version of the AP

Percentage This field displays the percentage of upgrade progress.

This field indicates the progress of upgrade procedure.

Fliogless |mmmE | | This icon indicates the upgrade is in progress.

This icon indicates the upgrade is successful.

o
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E} This icon indicates the upgrade failed.

Status This field indicates the status of upgrade procedure.

Check this option to let the system automatically refresh the list every 15
Auto Refresh 'S optl ¥ u icatly IStevery

seconds.
Refresh Click this button to refresh the list manually.
Apply Click this button to apply the settings and start to upgrade firmware.
Reset Click “Reset” to erase all settings to default values.

6.4 Reset AP

Go to “AP Maintenance-> Reset AP” to reboot or reset the AP to factory default.

In the Reset field, select the action from the drop-down list and click “Apply” to start the procedure.

Reset AP
ID Model Device IP | MAC Address | Device Description Reset
1 (WDAP-W7T200AC|192 168 1.151|a8-f7-0-00-00-01 Wi-Fi_11ac_AP Mo Action v
2 |WDAP-CT200AC (192 168.1.152|a8-f7-e0-00-14-6a|  Wi-Fi_11ac_AP Mo Action

factory default
reboot only

Auto-refresh [

I Apply H Reset l

Please click "Refresh’ to query or update the current list.

Please click "Apply” to save and apply the setting; the setting will take effect after about 60 seconds.

Figure 6-11 AP Maintenance — Reset AP

The page includes the following fields:

Object Description

1D This field represents the numerical order of device.

Model The model name of the AP

The IP address of the AP

Device IP On the Device List page, the IP address is a hyperlink which enables the

user to link to the AP’s Web configuration page directly.
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MAC Address The MAC address of the AP

Device Description The device description of the AP

No Action: Choosing this will not do any action to the AP.
Reset Factory default: Choose this to reset the AP to factory default.

Reboot only: Choose this to reboot the AP.

Auto Refresh Check this option to let the system automatically refresh the list every 15

seconds.
Refresh Click this button to refresh the list manually.
Apply Click this button to apply the settings and start to upgrade firmware.
Reset Click “Reset” to erase all settings to default values.

6.5 LED Control
Go to “AP Maintenance-> LED Control” to turn on/off the LED or locate the position of the AP.

In the Position LED field, select the action from the drop-down list and click “Apply” to start the procedure.

Led control

Power LED ON Position LED ON Position LED Blink
L;’ LT" L;} Lj' x_:, a_j' L:';J ot x_jj
1D Model Device IP | MAC Address | Device Description | Position LED

1 |WDAP-WY200AC|192.168.1.151|a8-f7-e0-00-00-01|  Wi-Fi_11ac_AP OFF =
2 |WDAP-CT200AC (192 168 1.152(a8-f7-e0-00-14-6a]  Wi-Fi_11ac_AP OFF =
0

On
BLIMK

Auto-refresh [

[ Apply H Reset ]

Please click "Refresh” to query or update the current list.

Please click "Apply” to save and apply the setting; the setting will take effect after about 60 seconds.

Figure 6-12 AP Maintenance — LED Control
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The page includes the following fields:

Object Description

ID This field represents the numerical order of device.

Model The model name of the AP
The IP address of the AP

Device IP On the Device List page, the IP address is a hyperlink which enables the
user to link to the AP’s Web configuration page directly.

MAC Address

The MAC address of the AP

Device Description

The device description of the AP

Position LED

User can turn on or let the position LED blink to locate the AP’s position.
Off: Choose this to turn off the LED.

On: Choose this to turn on the LED.

Blink: Choose this to let the LED blink.

Auto Refresh

Check this option to let the system automatically refresh the list every 15

seconds.
Refresh Click this button to refresh the list manually.
Apply Click this button to apply the settings and start to upgrade firmware.
Reset

Click “Reset” to erase all settings to default values.
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